ORD Paragraph:

5. Program Support

C. C4I Standardization, Interoperability and Commonality

(4) Net Readiness – NR KPP

(a) Integrated Architectures

DCD/DCW has developed OV-1, OV-3, SV-1, and SV-6 included in the ORD.  Additional architecture views presented in the forth coming C4ISP include the OV-1a, OV-1b, OV-2a, OV-2b, OV-6c, SV-1a, SV-1b, SV-6, and TV-1.  The requirement for additional architectural views will be evaluated and, at the direction of the F&A Domain Owner and DFAS Sponsor, will be developed if and when an update to this ORD is required. 

(b) Net-Centric Operations and Warfare Reference Model (NCOWRM)

The NCOWRM identifies Finance and Accounting as a domain with the Business Enterprise Architecture (BEA).  DCD/DCW is a finance and accounting support capability and therefore falls within the OUSD(C) F&A Domain.  The Business Management Modernization Program office provides oversight.  The DCD/DCW is being evaluation for compliance with the BMMP's BEA (a subset of the NCOWRM).  The OUSD(C) F&A Domain Owner with certify compliance.  Any major changes or upgrades required to bring DCD/DCW in compliance with any other NCOWRM capabilities will be presented as a business case and evaluated and approved by OUSD(C).  (Refer to ORD Paragraphs 1.B, 6th bullet and 5.C)

(c) Global Information Grid Architecture Version 2.0/Key Interface Profiles (KIPs)

DFAS will evaluate the known and defined KIPs.  To the extent that the standards and the BEA are sufficiently defined, KIPs for the DCD/DCW will be identified and at the direction of OUSD(C) F&A Domain Owner and the DFAS Program Sponsor, will include them in an update to the ORD, if and when required.

(d) Information Assurance

The DCD/DCW was certified and accredited in accordance with DITSCAP against the requirements of DoD 5200.28.  This guidance has since been superceded by the DoDD/I 8500 series.  DCD/DCW received a full accreditation by the DFAS Designated Approving Authority in November 2002.  DCD/DCW is currently undergoing an evaluation of compliance against the DoDD/I 8500 series as a Mission Assurance Category III and Confidentiality Level Sensitive controls.  A migration strategy will be articulated in a revised Information Assurance Strategy submitted to and approved by OUSD(NII)DIAP.   A re-certification and accreditation to DoDD/I 8500 series will be completed prior to November 2005.  (Refer to ORD Paragraph 4.E Information Assurance)

