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1.0  Purpose

This document describes the concept of operations (CONOPS) for the Global Combat Support System (GCSS).  It includes a high-level architecture of the interaction between Service and Defense Agency logistics information systems, the existing or emerging replacement systems and the fusion and integration of this information through a network / information-centric environment using web-based technology.  It also outlines the intermediate steps essential in obtaining real-time, reliable and accurate information from the respective service and / or Defense Agency authoritative source.   

2.0  Background 

The stockpiles and “iron-mountains” of supplies and materials to support our deployed forces are a mere memory of things past.  Over the past years, we have sought to increase efficiencies and effectiveness through force realignment, inventory reductions, outsourcing logistics functions  and pushing our soldiers, airmen, marines and sailors to do more with less.  In turn, our commitment to the joint warfighter has been to put their trust in “us – the system” to provide the right assets, at the right time, in the right quantity, and the right location.  While we have been successful for the most part in meeting this commitment, we have yet to achieve the  effectiveness that could be obtained through logistics transformation in providing the warfighter with an accurate, reliable, timely and responsive integrated logistics picture of the battlespace. 
Recent operations in Kosovo, Bosnia, Somalia and Haiti reinforce three basic facts: first, operations will always be joint, involving more than one Service; second, the US military continues to have the most effective logistics system in the world; and third, the traditional line separating logistics and operations is becoming less distinct. .  Traditionally, Service logistics information systems have been Service and functional specific “stovepiped” systems.  While this is of value to the respective Service component commander, it is fragmented and disjointed information for the joint task force (JTF) commander.  The logistics hurdle facing us is to provide the joint warfighter with a real-time? fused, integrated logistics picture. 

Today, there is not an integrated logistics information system supporting joint operational requirements; nor is there a repository of accurate, real-time, and seamless logistics information on which such a system can be based.  While maximizing our efficiencies through inventory and force reductions and outsourcing some logistics functions to third parties have been extremely beneficial and cost effective, the time has come to take the next step and provide the joint warfighter with real-time logistical situational awareness of the battlespace.  

The GCSS is the capability logisticians are seeking to provide this real-time logistical situational awareness.  The GCSS primary objective is to provide the joint warfighter (and other authorized users to include Service component commanders and staff) with a fused and integrated real-time picture of the battlespace across the spectrum of logistics spanning the functions of transportation, supply, maintenance, health affairs, finance, personnel, acquisition and engineering to enable timely and informed decisions.

3.0  GCSS Vision

The GCSS vision encompasses six essential attributes:

· Any Box (within security parameters)

· Any User (authorized)

· One Net (within security parameters)

· One Picture

· Quality Data

· Anywhere

The ability to use “Any Box” is the result of a Common Operating Environment (COE) to overcome the incompatibility of different operating systems.  “Any User” refers to the benefit of using common screens on any workstation to reduce training and reduction of physical infrastructure requirements.  “One Net” refers to the ultimate availability of all warfighter functions from a single workstation (within security parameters).  “One Picture” refers to the capability to integrate logistics information across the functional areas of transportation, maintenance, supply, personnel, acquisition, finance, health affairs and engineer to command and control information.  “Quality Data” refers to global, real-time, accurate, integrated data / information provided through a robust communications infrastructure that is reliable and redundant.  Finally, “Anywhere” means that users can access GCSS from any geographic location.  Naturally, security parameters will dictate the ability to provide access with the one net, one box concept.  The scope of GCSS is illustrated in Figure 3-1.

Figure 3-1:  Scope of GCSS
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4.0  GCSS Endstate and Goals

The desired end state for GCSS is to satisfy the operational information requirements of the joint warfighter, fuse relevant information, facilitate information system data integration, improve access to Service and Defense Agency functional stovepipe data and promote data sharing.  GCSS allows a move from yesterday’s environment of stove-piped, function-specific information systems to tomorrow’s environment of an open architecture, fused, fully integrated family-of-systems providing universal access to timely and accurate actionable logistics information.  Once achieved, we will have command and control of the logistics pipeline in support of the joint warfighter, and therefore, maximum efficiency and effectiveness.
The GCSS overarching goals are driven by functional requirements from the joint warfighter and linked to the Universal Joint Task List (UJTL).  The goals for GCSS are: 

· Provide a fused, integrated, real-time, multidimensional view of logistics throughout the battlespace and the logistics pipeline through interoperability and connectivity of information systems.

· Cut across Service and Defense agency stovepipe information systems (transportation, maintenance, supply, health affairs, finance, acquisition, personnel and engineering) providing all authorized users global access to corporately shared data (classified and unclassified). 

· Graphically display actionable data / information in an understandable and useable means that will enhance the decision making process for the joint warfighter (redundant).

5.0  GCSS and Logistics Transformation

The enhanced efficiencies and effectiveness of GCSS can not be obtained without a major transformation of our current logistics system’s processes, performance measures and the method of which we move logistics information.  Therefore, the Joint Chiefs of Staff, Director for Logistics, in conjunction with the Deputy Under Secretary of Defense (Logistics) (DUSD(L)), the Services and appropriate Defense Agencies is developing a strategy to bring about logistics transformation within the Department of Defense.  The strategy requires that we, as a logistics community:

· Review and optimize our logistics processes at all levels; 

· Adopt commercial solutions reflecting best industry practices where appropriate; and

· Arrive at a cohesive, network-centric (using web-based technology) integrated logistics information environment by end of FY2004.

The goal is to leverage technology to optimize logistics processes while minimizing disruptions in our efforts to provide the joint warfighter real-time logistics situational awareness.  Figure 1 outlines the Joint Chiefs of Staff, Director for Logistics and the DUSD(L) recommended interim steps to achieve this desired end state

Figure 4-1: Logistics Transformation
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First, we must replace averages as a way of measuring systems performance with the concept of Customer Wait Time (CWT) that measures the time the user identifies a requirement until that requirement is satisfied.  The traditional use of averages to measure performance provides a skewed view of reality and fails to identify the exact shortfalls within the process.  Variance-based metrics focus on each step of the process within the requisitioning, distribution, and acquisition stages in meeting user requirements.  With this method and means of measurement, GCSS prompts focus on reengineering processes to optimize support to the warfighter and ultimately reduce CWT.  This is a FY2001 initiative.

Second, we need a Time Definite Delivery capability that guarantees delivery of an item to the warfighter, within his/her required delivery date (RDD) at a 95% confidence level.  The current supply priority system of 15 different priorities falls short of providing this level of confidence.  For example, a universal simplified priority system could consist of three priorities: Immediate (96 hour CWT worldwide); Priority (seven day CWT); and Routine (30 day CWT).  The key is that the RDD is the driver of the priority designated by the user as it is with the transportation system today.  This time-definite delivery to the 95% level of confidence will significantly enhance customer confidence.  The goal is to achieve this  by end of FY2002.

Third, we must continue to pursue the integration and fielding of Automatic Identification Technology (AIT) and Automated Information Systems (AIS) at all levels and nodes of the distribution and supply chain to support a shared data environment to provide total asset visibility.  GCSS is to have a worldwide automated information capability, linked to Service and Defense Agency web-based / enabled systems to provide zero-latency information to the joint warfighter.  Full implementation by the end of FY 2004 is aggressive, achievable and an absolute must.

Finally, GCSS must achieve a real-time, actionable, web-based logistics information environment by the end of FY 2004.  This ability, coupled with process reengineering efforts, will not only link Service logistics information systems, but will also ensure linkage and relevance with industry to pursue optimization of logistics processes.  The linkage of military and industry logistics information will provide the warfighter and the sustaining base with real-time situational awareness of the battlespace. 

In summary, the ability to support continue to support national military forces deployed at home orabroad demands changing the traditional approach of providing logistics support.  The implementation of the four pillars of Figure 4.1 becomes essential to meet the objectives of the Global Combat Support System (GCSS) family-of-systems concept.  The Department of Defense leadership is committed to provide the Joint Task Force (JTF) commander real-time logistics situational awareness.  The only way to obtain this is through logistics transformation.  Our soldiers, marines, airmen and sailors deserve nothing less.

6.0  Functional Requirements 

GCSS is an open-architecture, family–of-systems providing for information interoperability, integration and data sharing spanning the logistics functions of transportation, maintenance, supply, personnel, health affairs, acquisition, finance and engineering in support of the joint warfighter and sustaining base.  GCSS builds on existing technology, products, applications, and integration strategies to provide a seamless integrated picture of the logistics pipeline.

GCSS provides two essential elements to the joint warfighter and sustaining base: joint asset visibility and joint decision support tools.  These capabilities are essential to satisfy the joint warfighter requirements.  The logistics information requirements as coordinated and validated with the CINC J4 staff and logistics community were prioritized into two categories: first, those requiring action over the next 24 months; and second, those to tackle over the next two-five years.  Category One contains 57 information requirements and Category Two contains 72.  These requirements and their UJTL linkage are outlined in the 30 December 1999, GCSS Strategic Logistics Plan.  An overarching summary of the information requirements are outlined in Appendix A.

The existing / emerging systems and applications comprising the GCSS family –of-systems that potentially will provide  the required information  for joint asset visibility and joint decision support tool (JDST):

Joint Asset Visibility:
· Joint Total Asset Visibility (JTAV); 

· Global Transportation Network (GTN);
· Transportation Coordinator’s-Automated Information for Movement System-II (TC-AIMS-II);
· Business Systems Modernization (BSM) 
· Theater Medical Information Program (TMIP);

· Defense Integrated Military Human Resources Systems (DIMHRS);

· Defense Property Accounting System (DPAS); 

· Joint Operation Planning and Execution System (JOPES); 

· GCCS Status of Resources and Training System (GSORTS);

· GCSS - Defense Finance Accounting System (DFAS);

· GCSS - Army;

· GCSS - Maritime;

· GCSS - Air Force;

· GCSS - USMC.

Joint Decision Support Tools (JDST):

· Integrated Consumable Item Support (ICIS) Model;
· Joint Logistics Advanced Concept Technology Demonstration (JL ACTD)
· Joint Theater Logistics ACTD
· Small-Unit Logistics (SUL) ACTD
· Advanced Logistics Project (ALP)
 It should be noted that many of these applications are under development or still in their concept phases.  Critical to GCSS is the ability to capture asset visibility data and then apply the necessary decision support tools to translate that data into something actionable for the warfighter.  This fusion and integration of logistics information (vertically and horizontally) and the transforming of this information into actionable information through JDSTs enable the warfighter to make timely and informed decisions.  This not only enhances the decision-making process, but also for the first time provides accurate, real-time logistics information.  To achieve accurate and real-time integrated and fused logistics information demands that we operate in a network-centric environment using web-based technology.  The GCSS family-of-systems concept is the tool to achieve this integrated, fused picture for the warfighter.  The data sharing linkage between legacy information systems, existing / emerging systems in a network-centric environment using web-based technology through GCSS is depicted in Figure 6-1.

Figure 6.1: Functional Interoperability

                  [image: image4.jpg]MAINTENANCE

GCSS-M;

itime

GTIN

GCSS-MC JPAV

TMIP
TC-ATMS-TT

WEB-BASED

APPLICATIONS
(normalized data)

DATABASES
ZERO LATENCY!

« Total Asset Visibility

2.

- Mobility, Transporiation, Movement
- Logistics (Supply, Maintenance, Engineer)
- Personnel and Health
- Acquisition and Finance
Joint Decision Support Tools
- Collaborative Planning
- Course of Action Development
- Course of Action Analysis

GCSS

Any box
Anywhere
One picture

JTAV

JDST
WEB-BASED /

WEB-ENABLED /|

PORTAL) BROWSER

SERVER





7.0  Functional Employment 

The intent is to provide the joint warfighter with real-time logistics situational awareness.  The ability to transform mountains of logistics information into actionable, meaningful information to assist the joint decision maker in collaborative planning and course of action development / analysis capabilities requires accurate, real-time information from the authoritative source regardless of location, Service component or Defense Agency.  We must get away from pushing and storing of information but create the ability to quickly obtain essential information and have  confidence that the information is accurate and current.    The means to achieve this is through a network / information-centric environment utilizing web-based technology.

The implications  are that existing legacy “stovepiped” logistics systems must change to be accessible in order to provide real-time, zero latency information and that emerging systems be web-based.  The vision is that a tool will serve as a mediator to reach into the Service component and Defense Agency authoritative source systems to pull the needed information and then 

normalize it into a fused, integrated picture to provide joint global asset visibility (personnel and materials) in-transit, in-storage and in-process.  The use of joint decision support tools will then convert this data into actionable information to be utilized in collaborative planning and course of action development / analysis capabilities through the Common Operational Picture (COP) to enhance the decision making process.    

GCSS will be available for use by the staff of the National Command Authorities (NCA), Service components, Services, CINCs, and JTF Commanders in times of peace or crisis globally.   Any authorized user with an approved DISA web browser and public key infrastructure (PKI) certification can gain access to the GCSS Web Portal application.  GCSS will then take that information / data obtained from asset visibility and transform it into actionable information to be used in collaborative planning, and course of action development and analysis.

Once in the GCSS application, the user can access and obtain queries from the authoritative source(s) containing the logistics information pertaining to the functions of maintenance, supply, transportation, finance, health affairs, acquisition, and engineering.  The user can initiate formulated query or stored procedures to the designated GCSS authoritative data sources (Family-of-Systems (FoS)) for the required information.  In short, the GCSS web-based environment will enable the user to access the authoritative source(s) for data and joint decision support tools will translate this raw data into a meaningful, actionable display of information on the terminal through the COP.

8.0  Training

Training is a critical component of the GCSS Strategy, since it facilitates the rapid introduction of end-user capabilities to the joint warfighter.  The GCSS Strategy is based on a three-phase approach that includes the development of common training methods and tools, mobile/classroom training, and system-based training.  Ultimately, the GCSS FoS training will be integrated into service component and joint service schools, as appropriate.

8.1  Common Training Methods and Tools

Since GCSS is a family of systems, being built by multiple functional / development communities, a common approach to training and training tools must be developed.  This will facilitate the integration of individual, application-based training packages into an overall training package that can be customized based on the needs of the targeted users.  Program Managers for each GCSS component will build training in accordance with an overall methodology using a pre-defined set of training tools.  An Executive Agent for Training will be selected that has the responsibility for developing the methods and tools and coordinating the integration of individual training packages.

8.2  Mobile/Classroom Training

Mobile training teams and classroom training courses will be established to meet the needs of the GCSS user community.  Mobile training will be used on initial deployments of applications and to support exercises and contingencies, as required.  Classroom training will be integrated into service component and joint service schools.

8.3  System-Based Training

There are two types of System-Based training that will provide GCSS user training.  Embedded training is embedded into the applications as training segments, and will be run concurrently with the application.  Embedded training is designed to walk the user through a “tutorial” which familiarizes the user with the application and provides “help” screens for specific functions users may be having difficulty with. Computer Based training in the form of multi-media CD-ROMs will also provide the user with a “tutorial” that teaches them the basic functionality of the application.  CD-ROMs will be unclassified, and will have the capability to operate on any PC-based machine.  On-line help will also be developed for all web-based applications.

APPENDIX A

OVERARCHING FUNCTIONAL REQUIREMENTS

Joint Asset Visibility:

· Visibility of all assets (personnel and material) in-transit, in-storage and in-process.

· Drill down capability to determine specific information requirements of items in-transit, in-storage and in-process.

Mobility, Transportation, Movement

· Provide visibility, status, disposition, location (in-process, in-transit, and in-storage) of airlift assets (CONUS, intertheater and intratheater), sealift and rail assets.
· Provide visibility, status, capabilities and limitations of each potential node within the distribution system, or lines of communication.
· Provide visibility, status, location and capabilities of transportation units / assets (air, ground, sea, and rail) in a theater of operation or those scheduled to deploy into a theater of operation.
· Provide visibility, status, location and time tables for departure and arrival of assets (personnel, cargo, etc) moving into, through or out of a theater of operation.
· Provide visibility and availability of commercial assets for employment into an area of operation or in support of a mission.
· Project shortfalls in transportation assets based on given force / cargo projected / programmed flow into, through or out of a theater of operation.
Supply

· Provide visibility, status, disposition, location (in-process, in-transit, and in-storage) of all classes of supply (wholesale and retail).
· Provide visibility, status, capabilities and limitations of each potential supply distribution point, assembly area or potential logistics hub within the proximity of all transportation nodes.
· Provide visibility, status, location and capabilities of supply / service units / assets within a theater of operation or those scheduled to deploy into a theater of operation.
· Provide visibility, status, location and timetables for departure and arrival of supplies moving into, through or out of the theater of operation.
· Provide visibility and availability of commercial supplies available for employment in an area of operation or in support of a mission.
· Project shortfalls within each class of supply based on the commander’s operational intent and projected consumption factors.
· Provide visibility, status, and location of all prepositioned war reserve material within a theater of operation.
Maintenance

· Provide visibility, status, location and capabilities of maintenance repair units / assets within a theater of operation or those scheduled to deploy into a theater of operation.
· Project the estimated time in commission (ETIC) for non-mission capable equipment return to mission capable status based on availability of repair parts, maintenance personnel and support equipment.
· Provide visibility of all potential host nation or commercial repair facilities / infrastructure available in a theater of operation.
· Project readiness trends for each weapon system based on current readiness posture, projected failures and losses based on the commander’s operational intent and projected maintenance returns on overall readiness.
· Provide visibility, status, and location of all prepositioned war reserve material within a theater of operation.
Engineering

· Provide visibility, status, location and capabilities of all engineer units / assets within a theater of operation or those scheduled to deploy into a theater of operation.
· Provide infrastructure engineer assessments (based on capabilities and limitations) on all nodes within the distribution system / lines of communications (air, ground, sea and rail) and potential bed-down sites, assembly or staging areas.
· Provide visibility of all potential host nation or commercial engineer assets / resources available in a theater of operation.
· Provide engineer supportability analysis for a course of action based on infrastructure capabilities and limitations.  
· Provide drill-down capabilities into infrastructure and facilities (airfields, sea ports, rail lines, bridges, roads, etc). 
Personnel

· Provide individual drill down capability to determine:

· Individual personal history.

· Individual family data / information (next of kin, home of record, etc).

· Individual deployment preparedness information (will, power of attorney, medical, training, etc.).

· Military and civilian schooling information / preparedness.

· Location and unit of assignment of all government employees, non-government employees (e.g. contractors) and dependents within a theater of operation.

· Provide unit drill down capability to determine:

· Overall visibility, status and location of each unit within a theater of operation.

· Overall personnel status and military occupational skill shortages that impact on the ability of a unit to accomplish its mission.

· Provide drill down capability into individuals within a unit to obtain individual data.

· Consolidate and provide specific requested ad-hoc inquiries into units to obtain information.

Health Affairs

· Provide visibility, status, location and capabilities of all medical units / assets within a theater of operation or those scheduled to deploy into a theater of operation.
· Provide all host nation and commercial infrastructure medical capabilities within an area of operation. 
· Provide drill-down capabilities into medical units and facilities to determine exact capabilities and limitations. 

· Provide the status, disposition and location of patients within the health care system.

· Provide individual health readiness information (profiles, shot records, etc).

· Provide location, status and disposition of all class VIII and blood supplies within an area of operation.

· Provide health affairs supportability analysis (to include anticipated patient and class VIII requirements) for a course of action based on health affairs units / infrastructure capabilities and limitations within a theater of operation. 
Acquisition

· Provide visibility of assets at the wholesale and retail levels (serviceable and unserviceable) to include those items in-transit, in-process and in-storage) from which to procurement managers from which  to make smart, business-like procurement decisions.

· Provide projected procurement decisions based on projected consumption and losses in support of an operation. 

· Provide the ability for contracting officers down to the JTF level to track contracts and potential commercial contract sources.

· Provide visibility of all contracts for the acquisition of materials or services from which to make good, sound, economical acquisition decisions from the Strategic National Level down to the tactical level. 

· Provide control measures to ensure resources are not procured until approved by an authorized authority.

· Ensure resources acquired are accounted for and entered into the applicable inventory control system for visibility, maintenance and disposition.

Finance

· Provide visibility of all financial obligations, commitments and transactions from the National Strategic to the Tactical level.

· Provide drill down capability to determine specific individual pay and allowance information and problems.

· Provide immediate real-time feedback as to the exact status of funds (expenditures, obligations and remaining amount) at each level of command.    
· Provide the capability for Services and Agencies to freely execute financial transactions across the DoD Enterprise non-intrusively for those logistics business processes directly in support of the warfighter.
Joint Decision Support Tools

· Based on commander’s operational intent, projected consumption and asset visibility of those forces or materials in-transit, in-process and in-storage conduct:  

· collaborative planning;

· logistics supportability analysis / estimates;

· course of action development;

· course of action analysis;

· projected shortfalls and potential solutions.

· Provide graphical displays to depict units and infrastructure. 

· Provide drill-down capabilities to identify specific capabilities, strengths, limitations, etc., of units and infrastructure.

· Provide advance warning of potential shortfalls or problems resulting from joint asset visibility as compared to the commander’s operational intent and projected consumption.

APPENDIX B
GLOSSARY

Part I: Abbreviations and Acronyms

ACTD



Advanced Concept Technology Demonstration

AIS




Automated Information System

AIT




Automatic Identification Technology

ALP




Advanced Logistics Project

CBT




Computer Based Training

CD-ROM



Compact Disc Read Only Memory

CINC



Commander in Chief of a Combatant Command

COE




Common Operating Environment

CONOPS



Concept of Operations

CONUS



Continental United States

COP-CSE


Common Operational Picture – Combat Support






Enhanced 

CWT



Customer Wait Time

DFAS



Defense Finance and Accounting Agency

DIMHRS



Defense Integrated Military Human Resources


System

DISA



Defense Information Systems Agency

DJAS



Defense Joint Accounting System

DoD




Department of Defense

DUSD(L)



Deputy Undersecretary of Defense (Logistics)

ETIC



Estimated Time in Commission

FoS




Family-of-Systems

GCCS



Global Command and Control System

GCSS



Global Combat Support System

GSORTS



GCCS Status of Resources and Training Systems

GTN




Global Transportation Network

ICIS




Integrated Consumable Item Support 

IER




Information Exchange Requirements

IOC




Initial Operational Capability

IT




Information Technology

JCALS




Joint Continuous Acquisition and Lifecycle Support 


Program

JDST



Joint Decision Support Tool

JOPES



Joint Operational Planning and Execution System

JPAV



Joint Personnel Asset Visibility

JTAV



Joint Total Asset Visibility

JTF




Joint Task Force

KPP




Key Performance Parameter

NCA




National Command Authority

NIPRNET



Non-classified Internet Protocol Router Network

OCONUS



Outside of the Continental United States

OSD




Office of the Secretary of Defense

OSF




Operational Support Facility

PKI




Public Key Infrastructure

RDD




Required Delivery Date

SIPRNET



Secret Internet Protocol Router Network

TC-AIMS II


Transportation Coordinator’s – Automated
Information for Movement System IITMIP



Theater Medical Information Program

UJTL



Universal Joint Task List




GLOSSARY

PART II: Terms and Definitions

Access.  A specific type of interaction between a subject (i.e., a person, process or input device) and an object (i.e., an Automated Information System (AIS) resource such as a record, file, program, or output device) that results in the flow of information from one to the other.  Also, the ability and opportunity to obtain knowledge of classified or sensitive but unclassified information.

Advanced Concept Technology Demonstration (ACTD).  The primary goal of an ACTD is to assess the military utility of a significant new capability and to conduct the assessment as a scale size adequate to clearly establish operational utility and system integrity (refer to Joint Decision Support Tools). 

Architecture.  A framework or structure that portrays relationships among all the elements of the subject force, system, or activity. 

Automated Information System (AIS).  A combination of computer hardware and software, data, and telecommunications, that performs functions such as collecting, processing, transmitting, and displaying information.  An AIS can include computer hardware only, computer software only, or a combination of the above.  Excluded are computer resources, both hardware and software that are physically part of, dedicated to, or essential in real-time to the mission performance of weapon systems. 

Commander in Chief (CINC) of a Combatant Command.  Unified or specified command with a broad continuing mission under a single commander established and so designated by the President, through the Secretary of Defense and with the advice and assistance of the Chairman of the Joint Chiefs of Staff.  Combatant commands typically have geographic or functional responsibilities. 
Common Operating Environment (COE).  The common operating environment provides a familiar look, touch, sound, and feel to the commander, no matter where the commander is deployed.  Information presentation and command, control, communications, computers, and intelligence system interfaces are maintained consistently from platform to platform, enabling the commander to focus attention on the crisis at hand. 

Common Operational Picture (COP).  A fused, near real-time, graphical depiction of the battlespace that integrates all friendly, enemy, and neutral order of battle information, supported by fused, processed intelligence; combat support information and asset visibility; integrated environmental information; and decision support tools, to build the warfighting commander’s understanding and knowledge of the battlespace, thus enhancing rapid decision making.

Common Operational Picture – Combat Support Enhanced (COP-CSE).   The visualization of information across combat support functions and between combat support and command and control functions (Global Command and Control System) in support of the Joint Warfighter. 

Course of Action (COA).  A plan that would accomplish, or is related to, the accomplishment of a mission.

Customer Wait Time (CWT).  The total elapsed time between issuance of a customer order and satisfaction of that order.  (This is a new proposed key logistics performance metric within the FY 2000 DoD Logistics Strategic Plan).
Data.  A representation of facts, concepts, or instructions in a formalized manner suitable for communications, interpretation, or processing by humans or by automatic means.  Any representations such as characters or analog quantities to which meaning is or might be assigned.  

Defense Agencies.  These organizations provide centralized support for DoD within specialized areas of expertise and responsibility.  Current Defense Agencies include:

	Abbreviation
	Organization

	BMDO
	Ballistic Missile Defense Organization

	DARPA
	Defense Advanced Research Projects Agency

	DeCA
	Defense Commissary Agency

	DCAA
	Defense Contract Audit Agency

	DFAS
	Defense Finance and Accounting Service

	DISA
	Defense Information Systems Agency

	DIA
	Defense Intelligence Agency

	DIS
	Defense Investigative Service

	DLSA
	Defense Legal Services Agency

	DLA
	Defense Logistics Agency

	DTRA
	Defense Threat Reduction Agency

	NIMA
	National Imagery and Mapping Agency

	NSA/CSS
	National Security Agency/Central Security Service


 Defense Information Infrastructure (DII).  A seamless web of communications networks, computers, software, databases, applications, and other capabilities that meets the information processing and transport needs of DoD users in peace and in all crises, conflict, humanitarian support, and wartime roles.

Defense Information Systems Agency (DISA). The central organization of the Department of Defense (DoD) tasked to plan, engineer, develop, test, manage, acquire, implement, operate, and maintain information systems for C4I and mission support under all conditions of peace and war.

Department of Defense (DoD).  The Office of the Secretary of Defense (OSD), Military Departments and Military Services within those departments, Joint Chiefs of Staff (JCS), Unified and Specified Combatant Commands, Defense Agencies and DoD Field Activities, and other organizations established or designated by the President, Secretary of Defense, or law.


DOD Component.  OSD, the Military Departments, the Chairman of the Joint Chiefs of Staff (Joint Staff), the unified and specified commands (including US Element, NORAD), Defense agencies, and DOD field activities.

Electronic Data Interchange (EDI).  The computer-to-computer exchange of business data in a standardized format between trading partners.

Family-of-Systems.  A set or arrangement of independent systems that can be arranged or interconnected in various ways to provide different capabilities.  The mix of systems can be tailored to provide desired capabilities dependent on the situation.

Global Command and Control System (GCCS). Highly mobile, deployable command and control system supporting forces for joint and multinational operations across the range of military operations, any time and anywhere in the world with compatible, interoperable, and integrated command, control, communications, computers, and intelligence systems.  The Information  / Information Management based system, policies, and procedures supporting the exercise of joint command and control from the National Command Authority to the service component level (GCCS Strategic Plan).

Global Combat Support System (GCSS).  The essential capabilities, functions, activities, and tasks necessary to support and sustain all elements of military forces engaged in military operations.  Within the national and theater logistics systems, it includes that support rendered by service forces in ensuring the aspects of supply, maintenance, transportation, health affairs, engineering and other services required by aerospace, naval, and ground combat troops to permit those units to accomplish their missions.   GCSS is both a strategy and material solution(s) that provide information interoperability across combat support functions and between combat service support and command and control functions (Global Command and Control System) in support of the Joint Warfighter.

GCSS Portal.  A web-based combat support query capability.

Global Transportation Network (GTN).  The automated support necessary to enable USTRANSCOM and its components to provide global transportation management .  The global transportation network provides the integrated transportation data and systems necessary to accomplish global transportation planning, command and control, and in-transit visibility across the range of military operations.

Information.  Facts, data, or instructions in any medium or form.  The meaning that a human assigns to data by means of the known conventions used in their representation.

Information Technology.  Any equipment or interconnected system or subsystem of equipment, that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information by a DoD Component.  The term “information technology” includes computers, ancillary equipment, software, firmware, and similar procedures, services including support services), and related resources. 

Integrated Data Environment.  Common services that support the implementation and maintenance of data resources that are used by two or more combat support applications.  Services provided include: identification of common data, physical data modeling, data base segmentation, development of data access and maintenance routines, and data base reengineering to use the common data environment.  See also Shared Data Environment.
Interoperability.  1).  The ability of systems, units, or forces to provide services to and accept services from other systems, units, or forces and to use the services so exchanged to enable them to operate effectively together.  2).  The condition achieved among communications-electronics systems or items of communications-electronic equipment when information or services can be exchanged directly and satisfactorily between them and/or their users.  The degree of interoperability should be defined when referring to specific cases.  3). The training between components to support each other and conducted without joint command and control.

In-Transit Visibility (ITV).  The ability to track the identity, status, and location of DoD unit and non-unit cargo, passengers, and medical patients throughout their movement during peace, contingencies, and war.

Joint Chiefs of Staff (JCS).  The CJCS, Vice CJCS, Chief of Staff (Army), Commandant of the Marine Corps, Chief of Naval Operations, and Chief of Staff (Air Force); when the U.S. Coast Guard is assigned to operate as “a Service in the Navy,” JCS includes the Commandant of the Coast Guard.

Joint Decision Support Tools (JDST).  Decision aids that aggregate, categorize, and depict data elements in an easy to use format.  JDST  provided decision-makers at all levels with accurate, real-time data to collaboratively plan, prioritize, and redirect combat support operations. These tools improve Course of Action (COA) analysis, execution monitoring, and dynamic replanning when execution deviates from planning assumptions.

Joint Operations.   A general term to describe military actions conducted by joint forces, or by Service forces in relationships, which, of themselves, do not create joint forces.

Joint Personnel Asset Visibility (JPAV).  The capability to provide users with timely and accurate information on the location, movement, status, and identity of personnel.

Joint Task Force (JTF).  A joint task force that is constituted and so designated by the Secretary of Defense, a combatant commander, a subunified commander, or an existing joint task force commander.  

Joint Total Asset Visibility (JTAV).  The capability to provide users with timely and accurate information on the location, movement, status, and identity of units, personnel, equipment, and supplies.  It includes in-process, in-storage, and in-transit business processes.
Logistics.  The science of planning and carrying out the movement and maintenance of forces.  In its most comprehensive sense, those aspects of military operations that deal with: 1).  design and development, acquisition, storage, movement, distribution, maintenance, evacuation, and disposition of material; 2). movement, evacuation, and hospitalization of personnel; 3). acquisition or construction, maintenance, operation, and disposition of facilities; and 4). acquisition or furnishing of services.   The use of the term logistics in the GCSS environment means transportation, supply, maintenance, personnel, health affairs, acquisition, finance and engineering.

National Command Authorities (NCA). The President and Secretary of Defense or their duly deputized alternatives or successors.

Near Real-Time.  Pertaining to the timeliness of data or information which has been delayed by the time required for electronic communication and automatic data processing.  This implies that there are no significant delays.

Non-classified Internet Protocol Router Network (NIPRNet).  A subset of the DII that provides end to end information transfer and value added services for the transport of unclassified data.  It is a router based wide area network of the DISN.  Transmits Unclassified but Sensitive data/information. (JP 6-02)

Objective.  An operationally significant increment above the threshold.  An objective value may be the same as the threshold when an operationally significant increment above the threshold is not significant or useful.

Office of the Secretary of Defense (OSD). The Deputy Secretary of Defense, Under Secretaries and Assistant Secretaries of Defense, Assistants to the Secretary, DoD Comptroller, DoD General Counsel, DoD Inspector General, and Directors reporting to the Secretary and the military and civilian personnel assigned to those offices and others organized by the President, Secretary of Defense, or law.

Operational Requirements. An established need justifying the timely allocations of resources to achieve a capability to accomplish approved military objectives, missions, or tasks. 

Port of Debarkation (POD). The geographic point at which cargo or personnel are discharged.  May be a seaport or aerial port of debarkation.  For unit requirements, it may or may not coincide with the destination.    

Port of Embarkation (POE).  The geographic point in a routing scheme from which cargo or personnel depart.  May be a seaport or aerial port from which personnel and equipment flow to port of debarkation.  For unit and non-unit requirements, it may or may not coincide with the origin. 

Real-Time.  Pertaining to the timeliness of data or information which as been delayed only by the time required for electronic communication.  This implies that there are no noticeable delays.

Reception, Staging, Onward Movement, and Integration (RSOI).  The process of receiving, preparing, and transportation of individuals, units, and supplies from a POD to their operating unit or location.  This term is now, more properly, Joint RSOI (JRSOI).

Requirements.  See Operational Requirements.

Secret Internet Protocol Router Network (SIPRNet). The SIPRNet is a subset of the DII and provides end to end information transfer and value added services, for the transport of data up to the SECRET level.  The SIPRNet architecture supports national defense C4I worldwide information transfer requirements.  It is a router based wide area network of the DISN.

System.  An organized assembly of resources and procedures united and regulated by interaction or interdependence to accomplish a set of specific functions.  

System Capabilities.  Measures of performance such as range, lethality, maneuverability, and survivability.

Task.  A discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions to be accomplished.  Processes are executed in support of tasks (e.g., maintain situational awareness, provide combat medical support) that usually involves cooperative process accomplishment by multiple organizations. (Multiple processes accomplish a task; a single process may support multiple tasks).

Threshold.  A minimum acceptable operational value below which the utility of the system becomes questionable.

Time Definite Delivery.  Joint Vision 2010, Focused Logistics fuses rapid advancements in information, communication and transportation technologies together with DoD best business practices to provide significantly improved joint and Services operational logistics capability.  Harnessing the combined power of future information systems, decision support tools and a Common Operational Picture together with flexible and time-sensitive transportation capabilities; leveraged by progressive doctrinal changes, Focused Logistics will provide unheard of logistics responsiveness, customer confidence, agility and precision for the Joint Warfighter.  Time definite delivery will provide requested logistics support, to include forces or sustainment, to the Warfighter at a time and destination specified by the receiving activity.  Put simply, time definite delivery includes the requirement to deliver the requested forces and sustainment to the right place at the right time.  Time definite delivery is not a stand-alone initiative, but rather, one of several desired logistics enhancing effects resulting from the fielding of the entire range of Joint Vision 2010, Focused Logistics initiatives and capabilities.
Transportation Coordinator’s-Automated Information for Movement System II (TC-AIMS II).  A Joint Automated Information System (AIS) that will support all Services transportation-related information needs in deploying the force, receiving the force, sustaining the deployed force in its combat mission, and daily installation freight operations.

Unified and Specified Combatant Commands.  These joint operational commands have geographic or functional responsibilities; the commanders (CINCs) report to the Secretary of Defense, usually through the CJCS.  Current commands include:

	Abbreviation
	Unified Command

	JFCOM (old ACOM)
	Joint Forces Command

	CENTCOM
	Central Command

	EUCOM
	European Command

	PACOM
	Pacific Command

	SOUTHCOM
	Southern Command

	SPACECOM
	Space Command

	SOCOM
	Special Operations Command

	STRATCOM
	Strategic Command

	TRANSCOM
	Transportation Command


Universal Joint Task List (UJTL).  The coordinated set of doctrinal tasks at the Strategic National (SN), Strategic Theater (ST), Operational (OP), and Tactical levels of military operations that contribute to the achievement of missions.

User.  An operational command or agency that receives or will receive benefit from the acquired system.  CINCs and their Service component commands are the users.  There may be more than one user for a system.  The Service component commands are seen as users for systems required to organize, equip, and train forces for the CINCs.  The Chiefs of the Services and heads of other DOD components are validation and approval authorities and are not viewed as users.

Web-Based.   Developed to operate over a TCP/IP network (such as the Internet, NIPRNet, or SIPRNet) using the World Wide Web (WWW) family of protocols, including the HyperText Transfer Protocol (HTTP).  For example, a web-based application generally employs a web browser as the primary user interface for clients.  Those clients then interact with application servers (web servers) using HyperText Mark-up Language (HTML), Java, Active-X, XML, and related technologies.  Web-based applications have the advantage of simplified life-cycle maintenance because the developer generally does not need to distribute software updates to every client.  Instead, updates are concentrated at the servers.  Web technology also dominates in the commercial sector.  So web-based developers can more easily take advantage of commercial products.  However, web-based technologies may assume communications bandwidth that is not available in some environments (e.g. a combat net radio network).

Web-Enabled.   Capable of operating over a TCP/IP network (such as the Internet, NIPRNet, or SIPRNet) using the World Wide Web (WWW) family of protocols, including the HyperText Transfer Protocol (HTTP).  This term is generally used to describe systems that are only partially web-based.  For example, a web-based e-mail server may offer a web interface for remote clients, even though it is primarily designed for use on a local area network (LAN).

(Note:  These definitions were extracted from multiple DOD and Joint Staff sources as they relate to GCSS.)
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