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PREFACE


The purpose of this Capstone Requirements Document (CRD) is to describe the overarching integration and interoperability requirements for the Global Combat Support System (GCSS).  It documents the high level requirements to provide information interoperability spanning the logistics support functional areas including transportation, supply, maintenance, personnel, force health protection, acquisition, finance and engineering through a fused, integrated, network / information-centric environment (web-based) in support of the joint warfighter.  It gives DoD’s logistics community the ability to provide effective, efficient, and responsive support while maintaining our Nation’s readiness posture.  


The scope of this CRD is focused on information interoperability between Services, Defense Agencies, commercial sector and U.S. government / non-governmental agencies.  The recently approved Defense Reform Initiative Directive (DRID) #54, Logistics Transformation Plans, dated 23 March 2000, lays the foundation for this to occur.  While the need for information interoperability with our coalition partners is a recognized user requirement, the approach for this CRD is to first establish our own internal DoD logistics integrated data environment  (IDE), and then pursue coalition interoperability.  Coalition interoperability will be addressed further in the next annual review of this CRD with a goal to begin integration in the 2007 timeframe.  This coincides with DRID #54, in that, it first allows us to get our own house in order before attacking coalition information interoperability.


In accordance with the Clinger-Cohen Act, GCSS forms a Family-of-Systems (FoS) and is a new paradigm in the way automated information systems of the future will be developed.  As stated in the approved 10 September 1997 Mission Need Statement, “GCSS is not an acquisition program or a standard information system, but an initiative for enhancing combat support effectiveness through system interoperability”.  The GCSS exploits leading edge information technologies necessary to support our warfighting strategy as outlined by Joint Vision 2020.  It is the foundation necessary to achieve full spectrum dominance, and is essential to the Command, Control, Communications, Computers and Intelligence for the Warrior (C4IFTW) concept.


The ability to capture essential data, transform it into usable information and gain information superiority is paramount to the success of maintaining force readiness and winning our Nation’s conflicts.  The GCSS provides the strategy to achieve this “information on demand” objective.  The envisioned endstate for GCSS is an open network / information-centric, web-based, environment allowing DoD users to access shared data, applications and administration regardless of location.  This will result in real-time command and control of the logistics pipeline, one fused logistics picture and a closed link between command and control and logistics during the execution of any operation or mission in support of the joint warfighter.


Interoperability of logistics information demands access to both classified and unclassified information sources.  Recognizing that the majority of logistics information is unclassified and resides within the NIPRNET, the GCSS vision is to ultimately provide access to declassified and unclassified information through software applications to any box (within security parameters), any user, at any location.  User requirements dictate the need to move unclassified information into the classified domain in a multi-level security environment – a capability under development, but not universally accepted today.  However, to facilitate access to classified information and / or classified users and to provide fusion of logistics with operations and intelligence information, a classified suite of GCSS applications will reside on the SIPRNET (Global Command and Control System (GCCS) platform which is approved by the GCCS Management Structure).  Since the DoD is heavily linked with industry, it is paramount that the GCSS Family of Systems (FoS) identified in this CRD maintain information connectivity to provide NIPRNET capability with commercial vendors to achieve total joint asset visibility. 
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CAPSTONE REQUIREMENTS DOCUMENT (CRD)

FOR

GLOBAL COMBAT SUPPORT SYSTEM (GCSS)

1.
General Description of Operational Capability.


a.  Introduction   

The Global Combat Support System (GCSS) Capstone Requirements Document (CRD) identifies the overarching capabilities required for the logistics mission areas including transportation, supply, maintenance, personnel, force health protection, finance, acquisition and engineering to form a Family-of-Systems (FoS).  This includes links to commercial asset storage, asset moving and asset tracking management information systems.  This high-level requirements document covers the logistics mission functions of all Department of Defense (DoD) components and implements the logistics component of Information Superiority.  It lays the foundation for Focused Logistics, one of four cornerstone operational concepts of Joint Vision 2020 (i.e., Dominant Maneuver, Precision Engagement, Full-Dimensional Protection, and Focused Logistics).  

This CRD was prepared in coordination with representatives from the four Services, the nine Commanders-in-Chiefs (CINCs), the Joint Staff Directorates, the Deputy under Secretary of Defense (Logistics), the Under Secretary of Defense (Comptroller), Defense Logistics Agency (DLA), Defense Information Systems Agency (DISA), and the Logistics Community Manager (LCM).  Multiple workshops and staffing coordination initiatives have transpired in the preparation of this CRD and requirements.  The information requirements outlined in this CRD were developed, staffed, prioritized and validated at the CINC J4 flag level with input from the CINC J1s and CINC Surgeons and vetted to the Services in numerous Integrated Process Team (IPT) forums.

b.  Mission Area Description 

The GCSS is supported by a Joint Staff Mission Need Statement (MNS) dated 10 September 1997 validating the requirement for this initiative.  The MNS responds to Defense Planning Guidance (DPG), FY 1999-2003, to rapidly deploy combat support / combat service support capabilities supporting CINCS, Services, and agencies.  The GCSS capability is needed to provide interoperability, facilitate integration, and promote data sharing across the spectrum of logistics spanning transportation, supply, maintenance, personnel, acquisition, force health protection, finance and engineering in support of the joint warfighter.  The existing / emerging systems and applications that provide joint asset visibility data / information for GCSS fall into two categories:  (1) the primary GCSS FoS; and (2) the supporting systems.  These two categories and systems are:



(1) GCSS Primary FoS:
· GCSS - Army;

· GCSS - Air Force;
· GCSS - USMC;
· GCSS - Maritime (Navy);
· Defense Logistics Agency Business Systems Modernization (DLA BSM);

· Joint Total Asset Visibility (JTAV);
· Theater Medical Information Program (TMIP);
· Defense Integrated Military Human Resources Systems (DIMHRS);
· Defense Property Accountability System (DPAS);
· Global Transportation Network (GTN); and

· GCSS - Defense Finance and Accounting System (DFAS)
(2) GCSS Supporting Systems:

· Transportation Coordinator’s-Automated Information for Movement 
      System-II (TC-AIMS-II);
· Joint Operation Planning and Execution System (JOPES); and

· Global Command and Control System (GCCS) Status of Resources and Training System (GSORTS).


The existing / emerging applications that provide a Joint Decision Support Tool (JDST) capability for GCSS are:

· Integrated Consumable Item Support (ICIS) Model; and
· GCSS CINC / Joint Task Force (JTF) (This is the Defense Information Systems Agency (DISA) product that consists of the Common Operational Picture-Combat Support Enhanced (COP-CSE), Portal and the Combat Support Data Environment (CSDE)).  The following programs are developing capabilities that will be incorporated in the future:
· Joint Logistics Advanced Concept Technology Demonstration 




     (JL ACTD);

· Joint Theater Logistics Advanced Concept Technology Demonstration           



      (JTL ACTD);
· Advanced  Logistics Project (ALP); and
· Small-Unit Logistics (SUL) ACTD.
It should be noted that many of these applications are under development or still in the concept stage of development.  Critical to GCSS is the ability to capture asset visibility and then apply the necessary decision support tools that translate the data obtained from asset visibility into something actionable for the warfighter.  This fusion and integration of logistics information (vertically and horizontally) and the transforming of this information into actionable information through Joint Decision Support Tools enables the warfighter to make timely and informed decisions.  This not only enhances the decision-making process, but also, for the first time, provides accurate, real-time logistics information.  To achieve accurate and real-time integrated and fused logistics information we must operate in a web-based environment.  The GCSS FoS concept is the tool to achieve this integrated, fused picture for the warfighter.  The data sharing linkage between legacy information systems, existing / emerging systems in a web-based environment through GCSS, is depicted in Figure 1.  
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Figure 1: GCSS Family of Systems

c.  Family-of-Systems (FoS) Concept  



(1) The GCSS FoS concept is a new paradigm in the way automated information systems of the future will be developed.  GCSS is an information technology initiative designed to provide full spectrum information system capabilities for the warfighter and sustaining base to include Services and National Command Authorities.  The GCSS is the top layer of a FoS that provides an integrated shared environment of logistics information for decision-makers.  The information contained within GCSS is based on the FoS authoritative sources as identified in the previous paragraph.  There are a multitude of existing legacy systems managed and operated within each of the Services / Defense Agencies that must input data / information into the GCSS FoS authoritative sources.  Although these systems are not listed under the FoS, they nonetheless are vital in ensuring the GCSS FoS authoritative sources contain real-time and accurate data / information.  It is the responsibility of the Services and Defense Agencies to ensure that the GCSS FoS authoritative sources and the GCSS supporting systems contain real-time and accurate data / information.   


(2) The GCSS provides a centrally managed umbrella system under which Service and Agency programs (decentrally implemented by Service and Agency Program Managers) perform in a network / information-centric environment (web-based) managed by a DISA project manager.  Consistent with the Clinger-Cohen Act, GCSS avoids a grand design - it is evolutionary; its components are developed independently in small acquisition projects coordinated closely to prevent stovepipe development.  The GCSS is designed to satisfy the logistics informational needs of the joint warfighter.  Services and Defense Agencies feed GCSS with their respective authoritative sources (identified in paragraph 1(b)) which are fed by other transactional, legacy systems.  The GCSS complements and is synchronized with the 23 March 2000, Department of Defense Reform Initiative Directive (DRID) #54, "Logistics Transformation Plans”.

(3) Warfighter capabilities gained through this FoS concept are not attainable through traditional acquisition approaches that develop related systems in relative isolation.  Furthermore, the limited depth and breadth of the information these isolated systems manage deprive supported decision-makers of relevant data needed to make informed and timely decisions.  The GCSS will overcome this shortfall by enabling the evolutionary development of applications that combine or fuse data provided through the GCSS FoS into relevant, coherent, and integrated situational awareness information for the warfighter.  This awareness integrates strategic, operational, and tactical levels of supply, maintenance, personnel, transportation, finance, acquisition, force health protection and engineering applications and applies to all logistics operations from the national industrial infrastructure down to and within the theater of operations.  

(4) The GCSS is an open-architecture based FoS whose purpose is to enhance combat effectiveness.  It is a requirements driven, warfighter-focused initiative that is based on improved mobilization, deployment, employment, redeployment, sustainment, reconstitution, and regeneration processes and providing accelerated delivery and presentation of fused combat decision support information.  Through use of advanced technologies capable of integrating existing and emerging logistics information systems to gain efficiency and interoperability, combat effectiveness in support of the joint warfighter will be enhanced. 

(5) The GCSS will significantly increase access to information as well as the interplay of information across the logistics functional areas as outlined earlier.  While GCSS and the Global Command and Control System (GCCS) applications are based on user requirements, these applications are projected to be available on the same secure workstation providing decision-makers with integrated command and control, intelligence and now logistics information.  Using the Defense Information Infrastructure Common Operating Environment (DII COE) standards, GCSS will provide “any box (within security parameters), any authorized user, one net, one picture” capability to: 

· Support readiness and warfighting;

· Provide an integrated, interoperable view of the battlespace;

· Speed the commanders’ decision-making process(es);

· [image: image15.wmf]Improve the ability to use full capability of the sustaining base;

· Enable process change and attainment of improved logistics performance;

· Promote assimilation of existing and future applications;

· Provide the opportunity to act on timely information; and

· Necessitate sharing of data as a corporate asset. 

(6) The real measure of benefit falls into two categories: operational effectiveness and performance efficiencies.  Operational effectiveness relates to readiness, battlefield awareness, end-to-end visibility, reduced footprint, decision cycle time reduction and ability to rapidly redirect logistics.  Performance efficiency measures include reduced hardware, maintenance, administrative and training costs, and the ability to incorporate future technologies.  The GCSS leads to synergy by providing mechanisms to ensure that component applications and / or systems are:  



(a) Interoperable.  Warfighter access to critical information must not be limited.  The goal of GCSS is to operate in a web-based environment with shared data whereby corporate information is readily available to authorized users regardless of where the needed data is located.  The GCSS will ensure that the warfighter has global access to required information even though it may come from many disparate and heterogeneous databases or other data sources (Services, Defense Agencies, commercial sector, coalition and U.S. governmental / non-governmental agencies).  The GCSS FoS must comply with the standards and requirements of Command, Control, Communications, Computers, Intelligence, Surveillance and Reconnaissance (C4ISR), Command, Control, Communications, Computer, and Intelligence Support Plan (C4ISP), the DII COE, and the Joint Technical Architecture (JTA).  This compliance facilitates interoperability throughout the GCSS operational environment.   




(b) Secure.  Today’s information technology environment of multiple applications coexisting on highly integrated telecommunication networks requires heightened information security considerations.  Defensive measures must effectively counter increasingly sophisticated information operations or warfare attacks.  Each application has a responsibility for its own internal security certification and accreditation processes as outlined IAW Assistant Secretary of Defense for Command, Control, Communications, and Intelligence (ASD/C3I) letter, “Secret and Below Interoperability,” dated 20 March 1997.  Consequently, a requirement exists to establish overarching security guidelines in order to provide developers with requisite guidance.  DoD Directive 5200.28 provides the minimum security requirements for DoD computer systems as Trusted Computing Base (TCB) Class C2.  Individual GCSS application information will typically be unclassified with some being sensitive but unclassified (SBU).  However, the aggregation of data through GCSS will result in a potentially higher overall classification level or the need for multi-level security (MLS), classification, and protection.  The security requirements for specific GCSS applications and shared data environments will be identified in their applicable requirements documents and be consistent with DoD Directive 5200.28 and other DoD Directives and Instructions referenced in Appendix A.  This will be discussed in more detail in paragraph 2(b)(2) later in this document. 




(c) Versatile.  Joint military information assurance and multi-national operations cover the entire spectrum of military operations.  Systems that provide vital information to the warfighter must be reliable, scaleable, adaptable, accurate and timely to the needs of the warfighter regardless of the mission, organization, or location.  The GCSS applications must operate consistently regardless of the network environment or the brand or model of the computing platform.  This versatility will be assured through a modular software design that facilitates maintenance and modification of the entire GCSS, including its component FoS.  The GCSS application modules or segments will be tailored without impacting other modules and overall system functionality.  New applications will be introduced into the system in a similarly controlled manner.  Through the inherent flexibility and maintainability of modular software, the capabilities offered by GCSS compliant applications can be readily adjusted to respond to the needs of the warfighter.  Segmented design will also minimize system complexity, thereby enabling complex support functions to be separated into manageable pieces to reduce implementation risk, and increase software re-use.  




(d) Linked.  The GCSS is a suite of software applications that will ultimately reside on both the SIPRNET and the NIPRNET.  The GCCS Management Structure will approve all GCSS applications residing within the GCCS domain on the SIPRNET.  Through selective ties to the GCCS, commanders will be able to assess the logistics sustainability of plans and proposed courses of action and, for the first time, fuse logistics, operations and intelligence information.  Links through the Global Information Grid (GIG) will provide essential inputs for Full-Dimension Protection planning for logistics operations.  For the NIPRNET, GCSS will link Service and Defense Agency authoritative source systems providing one fused picture of unclassified information to the joint warfighter.




(e) Compliant.  To ensure GCSS applications and data are interoperable, secure, and versatile, they must be developed in accordance with a common set of standards.  To achieve this, GCSS provides an information framework that consists of: 

· a software infrastructure;

· the DII COE; 

· reusable DII COE compliant software components providing common services and support functions; 

· access to a shared integrated data environment (IDE) which will include but not be limited to DoD standard data; 

· an open standards-based systems architecture; 

· a defensive information operations capability; and

· a set of published integration guidelines and standards (primarily the DII COE Integration and Run Time Specification (I&RTS)). 


The GCSS FoS will also comply with JTA and C4ISR Architecture Framework, Version 2.0, standards and requirements. In accordance with Assistant Secretary of Defense (ASD) / C3I’s 23 May 1997 memorandum entitled, “Implementation of Defense Information Infrastructure Common Operating Environment Compliance,” all UNIX-based C4I legacy systems (other than mainframe based systems) shall be Level 5 DII COE compliant.  Any new C4I emerging systems and upgrades shall be Level 6 DII COE compliant.  For those systems not achieving the goal, waivers must be requested using the waiver procedures discussed in ASD / C3I’s 23 May 1997 memorandum.  The October 1999 DII COE I&RTS, version 4, states that level 6 is a marginally acceptable level of integration and that any system, to be truly integrated, must be at level 8.  Based on these guidelines, the compliance threshold for this CRD is established at Level 6 and the objective at Level 8.  Future updates to this CRD will update this threshold as compliance guidelines evolve over time.


   d.  Operational Elements  



(1) Since the GCSS objective is to provide interoperability and promote data sharing across logistics applications for the joint warfighter and sustaining base, the operational elements and requirements must span the spectrum of joint warfighting, force preparedness and life-cycle management.  The operational elements fall into two major capabilities or categories: joint asset visibility; and joint decision support tools.  Joint asset visibility of transportation, supply, maintenance, engineering, personnel, force health protection, acquisition and finance data / information is paramount.  Data obtained through joint asset visibility must be translated into actionable information through joint decision support tools from which the warfighter can make timely and informed decisions.  The operational element categories are:  

· Joint Asset Visibility
· Mobility, Transportation, Movement
· Supply
· Maintenance
· Engineering
· Personnel
· Force Health Protection
· Acquisition
· Finance
· Joint Decision Support Tools




(2) The relationship between these operational elements and the Universal Joint Task List (UJTL) is contained at Appendix C, Table 4.  (Note: For the purpose of the UJTL crosswalk, the operational elements of Supply, Maintenance and Engineering were consolidated under the general heading of Logistics).  

e.  Operational Concept 


(1) GCSS is the FoS that ensures logistics interoperability for the joint warfighter at every echelon as depicted in operational concept diagram contained at Figure 2.  GCSS will provide highly aggregated real-time logistics information, with drill-down capability, beyond the battlespace, to include the sustaining base and commercial vendor support (as contractual agreements permit, normally limited to those supplies contracted for or purchased by the DoD).  In the near term, GCSS will focus on developing and implementing interoperable open standards, identifying best-of-breed applications and decision support tools.  This helps to improve the situational awareness at the National Command Authority (NCA) level, the Joint Staff and Agency levels and at the unified Commanders-In-Chief (CINC) / Joint Task Force (JTF) level.  As depicted in paragraph 1(b), Mission Area Description, GCSS is dependent upon existing / emerging applications that comprise the GCSS FoS.  Initial Operating Capability (IOC) and Full Operational Capability (FOC), are dependent upon each identified authoritative source program / application milestone schedule.  The milestones for IOC and FOC for each of the GCSS FoS programs / applications will be addressed in each of their respective Operational Requirements Documents (ORDs).  The milestones to establish the overall GCSS environment will be discussed in paragraph 3b as part of the on-going Logistics Transformation initiative.
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Figure 2: High Level Operational Concept Diagram (OV-1)


(2) Objectively, the GCSS FoS will be operating in a network / information-centric (web based) environment supported by a robust communications infrastructure that allows any authorized user at any echelon access to shared data elements, regardless of location.  This enables real-time command and control of the logistics pipeline, provides a fused logistics picture to any warfighter, and allows a closed link between command and control and logistics during the execution of any operation or mission.  Through GCSS, commanders will be able to accomplish operational and support missions more efficiently and with substantially reduced operational decision making times (decision cycle times).  GCSS will allow commanders and their staffs at the CINC and JTF levels to analyze real-time logistics data, anticipate requirements, focus on answers and make real-time decisions, rather than relying on historical information from multiple stovepiped automated information system (AIS) applications.  Given the breadth of logistics, the GCSS FoS will follow evolutionary development and acquisition paths to provide robust logistical information functionality to the joint warfighter.  Programs supporting the GCSS FoS should be structured to reflect this approach.   



(3) The nature of modern and future warfare is joint and multi-national. Whether it is a conflict or humanitarian support operations, all contingency operations must have the capacity to be conducted jointly.  While the need for information interoperability with our coalition partners is a valid requirement, the approach of this CRD is to first establish our own internal DoD logistics integrated data environment (IDE), and then pursue coalition interoperability.  Coalition interoperability will be addressed further in the next annual review of this CRD with a goal to begin integration in the 2007 timeframe.  This coincides with DRID #54, in that it first allows us to get our own house in order before attacking coalition information interoperability.  Therefore, computers, automation information systems, and more importantly, information for every echelon must be accessible and interoperable.  The GCSS obviates the need for ‘grand design’ systems whose complexity renders them unmanageable and whose excessive standardization of process leads to sub-optimization.  GCSS allows small, agile applications that perform a finite number of mission functions to interact to form a greater whole.  The GCSS accomplishes this by coordinating and establishing the common communications infrastructure, shared resources and interfaces that span logistics applications across departmental boundaries.    

(4) The GCSS provides data mining, data mediation, communication, security and common services at the NCA, Joint Staff and CINCs / JTF and Agency levels.  These capabilities allow authorized commanders at those levels to access required data sources.  These data elements may come from a number of sources, such as the Joint Total Asset Visibility (JTAV) system, the In-transit Visibility (ITV) within the Global Transportation Network (GTN), and Component functional data sources.  Fusing their information into a common logistics picture facilitates precise planning and decision making.  When combined with the GCCS, these two applications assume a special role.  The warfighter at every level requires multi-component battlespace situational awareness.  The GCSS design quickly provides logistics information to the GCCS Common Operational Picture (COP), and will do so in a non-intrusive manner.  


(5) The GCSS will consist of a series of common services that include basic computing requirements (such as data mediation, communication interfaces within the COE, forms, report generators, database search and extraction tools and business process servers).  Regardless of the source of the information, this offers commanders the ability to share information, at the same level of security, within the organization and across tactical and unit organizational boundaries.  It improves the accuracy and consistency of data, while providing flexibility to modify warfighting and business processes without being constrained by the rigidity of the applicable information systems.  The flexibility of the system also allows the Component unit commander to disconnect from the GCSS environment at home station, deploy, and reconnect to the GCSS network, thus continuing the mission unimpeded.




(6) The GCSS application development is decentralized and each application proposed for GCSS undergoes a certification process to ensure it conforms to the governing standards.  By operating within universal standards, GCSS will enable information exchange across organizational boundaries to remain consistent, including information exchange between the warfighter and his supporting base.  GCSS standardization and interoperability requirements demand that computer applications offer two critical capabilities: first the ability for applications to interact without a direct interface—the applications exchange information through GCSS common services as an intermediary; second, the opportunity to employ common computer services.  





(a) The GCSS operational concept provides the joint warfighter and the support commander with:  (1) an assurance that the multiplicity of computer applications employed do not interfere with one another; and (2) the capacity to collect, combine, and exchange information from many multi-component sources. 




(b) Previously, computer applications that needed to share information did so through direct interfaces.  The large number of applications exchanging information resulted in an unwieldy labyrinth of hardware and software connections between the computer programs across the battlespace.  This labyrinth presented a large communications load, overloading a limited battlespace communications network.  This overload generally resulted in slow or no network connectivity, requiring users to resort to magnetic media.  The GCSS will streamline and reduce the maze of point-to-point connections and reduce the adverse impact on the commanders' battlespace communications and data information flow.  




(c) The other problem experienced with functional application is the difficulty of implementing change or redesign.  When one computer program is changed, the program managers of the applications with which it has interface agreements must react to the change usually with detrimental impact to the cost, schedule, and performance of those programs.  This creates additional risk.  GCSS applications at the integrated level, will enable CINC / JTF / Component Staffs to exchange information via the DII COE which acts as an invisible intermediary.  When one GCSS application changes, the others do not have to be modified, because the GCSS systems environment assumes the responsibility of providing information for modifying all associated interoperable applications.  Data mediation is the most significant GCSS common service.  It permits information sharing between disparate applications, and information sources that employ a variety of formats.  Commanders register their information requirements with the GCSS data mediator, which then acquires the information and formats it as required.  This does not, however, alleviate the necessity for coordination and synchronization of GCSS application changes with the GCSS data mediator to ensure an uninterrupted flow of information.  



(7) In summary, the GCSS is the top layer of a FoS providing an integrated shared environment of logistics information for decision-makers.  The information contained within GCSS is based on the FoS authoritative sources as identified by Services and Defense Agencies in paragraph 1(b), Mission Area Description.  It is the responsibility of the Services and Defense Agencies to ensure that the GCSS FoS authoritative sources contain real-time and accurate data / information.  The integration of this information will occur within a network / information-centric (web-based) environment.  Figure 1 depicts this overarching interoperability concept in a network / information-centric (web-based) environment between Service and Defense Agency systems and the joint warfighter.  

f.  Operational Suitability and Infrastructure Support 




(1) The Defense Information Systems Agency (DISA) is responsible for the development, maintenance, and advancement of the DII COE, to include the shared data environment.  Similarly, DISA is responsible for developing and publishing the body of standards and guidelines that form the conceptual framework for developing GCSS applications.  The applications themselves are the responsibility of the developing Services and agencies that comprise the GCSS user community.  The GCSS support concept relies on this modularity of component software design and adherence to DII COE guidelines.  GCSS will also aggressively incorporate advances in enabling technologies from the private sector and will leverage considerably off of commercial industry.  Although the majority of GCSS support is decentralized to the Service / Component application developers, that support will comply with the governing guidelines provided by DISA regarding the development and maintenance of DII COE applications.  Joint application developers will place emphasis on the development of joint decision support tools that span Multi-Service requirements.  These applications reduce the redundancy required to maintain like capabilities in single Service unique systems, and enhance the decision-maker's ability to make intelligent use of data / information.  Service application developers will emphasize simple, common data entry methods, making their raw and processed data available to all GCSS applications.  The GCSS will take advantage of the shared infrastructure and services of the GIG.  




(2) Interoperability of logistics information demands access to both classified and unclassified information sources.  Recognizing that the majority of logistics information is unclassified and resides within the NIPRNET, the GCSS vision is to ultimately provide access to declassified and unclassified information through software applications to any box (within security parameters), any user, at any location.  User requirements dictate the need to move unclassified information into the classified domain in a multi-level security environment – a capability under development, but not universally accepted today.  However, to facilitate initial operational capabilities, gain immediate access to classified and unclassified existing information, and provide fusion of logistics with operations and intelligence information, an initial GCSS application suite capability will reside on the SIPRNET (on the GCCS platform which is approved by the GCCS Management Structure).   

2.
Threat

a.  Threat to be Countered  

The GCSS embraces the enabling concept of Information Superiority as articulated in the Joint Vision 2020.  Insofar as GCSS applications provide logistics information systems services, they are not intended to engage threats.  Security measures are thus defensive in nature, with the primary objective being to ensure GCSS applications are survivable and provide sustained, responsive support to the warfighter even when threats are encountered.  The modular and segmented architecture of GCSS application, however, also supports the potential inclusion of offensive counters to potential threats.  Offensive measures could conceivably take the form of the capability to destroy or corrupt hostile information systems.  Nevertheless, GCSS applications shall not unilaterally incorporate offensive capabilities, but act only in concert with an overall DoD information warfare operations strategy.  


   b.  Projected Threat Environment 

GCSS applications face a variety of threats during peace and war.  Threats include physical damage or destruction by accident, abuse, conventional weapons, electromagnetic pulse weapons, radio frequency interference, and environmental extremes.  Computer viruses may contaminate, destroy, or manipulate the software or data.  GCSS applications also face the possibility of intrusion or denial of service for hostile purposes.  The telecommunications structure supporting GCSS applications is susceptible to many of the same threats.  In addition to actions intended to cause damage, GCSS applications are potential targets for deception, whereby information is altered in order to mislead.  Finally, the system must contend with the possibility of inadvertent disclosure, corruption, or destruction of information through human action or inaction or through system error.  Additional information regarding threats to automated systems may be found in the Information Warfare Threats to Automated Information Systems Threat Environment Description (TED) (U), NAIC-1574-0210-97, April 1997 (S / NF).  Threats to GCSS in a chemical or biological environments are detailed in Threat Environment Projection: Chemical and Biological Warfare 2005-30 (U), DoD Futures Intelligence Program DI-1650-43-99, March 2000, (S//NF//X1) and Worldwide Biological Warfare Agent Threat (U), Defense Intelligence Report DI-1650-30-9, April 1998, (S/NF).



(1) GCSS must provide the warfighter with access to unclassified, SBU and classified logistics data, and the ability to process, store, and distribute transportation, supply, maintenance, force health protection, personnel, financial, acquisition, and engineering information among command echelons in a continuous, timely, and appropriately secure manner.  Secure interoperability between different levels of security and databases is an important security requirement for GCSS, whereby information can be obtained and shared, based on need-to-know, with assured availability, authenticity, confidentiality (privacy considerations), non-repudiation and integrity of the information exchanged and used at the appropriate classification levels.  Secure interoperability ensures that the system is less susceptible to attacks that would reduce the utility of GCSS.  



(2) Because systems will be operating at multiple security levels, the need to selectively move key information across the security barrier is clear.  Although today’s security policies and directives restrict the transfer of data from among multiple security levels, this capability nonetheless remains a desired endstate and will be readdressed annually during this CRD update and review.  Use of secure, interoperable, trusted, Multi-Level Security (MLS) components can enhance authenticity, confidentiality (privacy), non-repudiation, integrity, and availability of GCSS information.  As an integral part of the overall GCSS network design, secure components can improve GCSS resistance to malicious software attacks.  Emerging secure technologies (government-off-the-shelf (GOTS) and commercial-off-the-shelf (COTS) products), capabilities, and protection approaches must be aggressively pursued to enable information sharing and to prevent unauthorized access to databases and networks.



(3) GCSS program protection will be applied throughout the system’s life-cycle in accordance with current DoD acquisition program protection policies, to maintain system integrity and availability.  Information Assurance (IA) will be an integral part of the GCSS system and applied throughout the system’s life-cycle in accordance with current DoD Information Assurance and acquisition policies and regulations, thus allowing appropriate security measures to protect mission data and system resources from all known threats.  The system must incorporate defensive IA capabilities that provide the availability, integrity, authentication, confidentiality and non-repudiation of the information exchanged and used.  This includes characteristics needed for restoration through protection, detection and reaction capabilities.  The system must comply with applicable DoD Information Assurance policies and regulations.  System architecture and development must include network security engineering planning, with security measures applied to integrate facilities, procedures, and equipment.  This includes implementation of Public Key Infrastructure (PKI) required to ensure information security over all voice, video and data transmission.  Interoperability with coalition and non-US civilian activities often is required in day-to-day operations as well as in times of crisis.  Therefore, security and security assistance policies must be applied to the design of secure, electronic C4I interfaces.  Common IA practices must be involved throughout the development and operation of GCSS.  This should include the requirement for audit trails, multilevel password policies, and information assurance network training in intrusion devices, firewalls, other electronic security components and new techniques as they are developed.  

3.     Shortcomings of Existing Systems  

As demonstrated in Operation DESERT SHIELD / DESERT STORM, Somalia, Haiti, Bosnia, and recent operations in Kosovo, modern and future warfare is joint – not only from a multi-Service perspective, but from governmental and non-governmental organizations, contractor logistics support and multi-national perspective as well.  This, coupled with the reality that the “iron mountains” of the Cold War era and DESERT STORM no longer exist, demands that logistics information be integrated, accessible and accurate to ensure the right products make it to the right location, in the right quantity at the right time.      

Traditionally, Service logistics information systems have been Service and function specific or “stovepiped”.   While the information is invaluable to the respective Service component commander, it becomes fragmented and disjointed at the CINC / JTF level.  The result is that, today, there is not an integrated logistics information system supporting joint operational requirements; nor is there a repository of accurate, real-time seamless logistics information on which such a system can be based.

 Whether our nation’s forces are engaged in armed conflict, or Military Operations Other Than War (MOOTW), such as humanitarian relief or peacekeeping operations, it is essential that the CINC and the JTF Commander possess a complete, accurate and real-time multidimensional view of the battlespace.  Logistics information, regardless of Service or Defense Agency, must be accessible, accurate, and integrated into actionable information in order to be used by the joint warfighter and their staffs in day-to-day operations.  GCSS supports the integration and fusion of this information.

a.  Current  

We are currently operating with automated logistics systems that have been far surpassed by technology.  Services and Defense Agencies continue to develop systems that meet specific functional Service needs in support of the warfighter.  However, today the JTF Commander must collect logistics information from multiple Service and Defense Agency functional specific stovepiped systems.  The JTF has no single focal point for a complete fused, integrated picture of logistics information.  Even after the information is collected from multiple sources, it becomes man-hour intensive to take this huge volume of data and turn it into something meaningful from which to make decisions.  All too often, the time consumed by this manual manipulation of data makes the logistician less effective in a high-paced operational environment.  Thus, the information is too late to influence the joint warfighter’s decision cycle.  This, coupled with maintenance costs and the vulnerability to the various threats, as discussed above, demand that we focus on changing not only our information architecture, but our business processes as well.

b.  Projected  

GCSS is a means to leverage commercial technology to optimize our logistics processes while minimizing disruptions.  The GCSS capability will not become a reality without certain process changes that will redirect our existing direction and approach to developing logistics systems.  The projected endstate is to arrive at a cohesive, web-based, integrated logistics information environment for early deploying forces by the end of 2004 and the remainder of the force by end of 2006.  The road ahead will demand re-engineering legacy systems, the adoption of a network / information-centric environment (web-based) and changing our traditional logistics business processes.  To assist in this transformation in providing the joint warfighter with real-time situational awareness, the Joint Chiefs of Staff, Director for Logistics (J-4) and the Deputy under Secretary of Defense (Logistics) have partnered with the Services, CINCs and Defense Agencies to overcome this information integration and fusion hurdle.  This effort was solidified in the 23 March 2000, DRID #54 – "Logistics Transformation Plans”.  Figure 3 outlines the 23 March 2000, DRID goals and objectives in establishing the environment whereby GCSS will become a reality for the future.  
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Figure 3: Logistics Transformation

4.     Capabilities Required  

Users of logistics information systems require access to information independent of the traditional restrictions of physical location and isolated system boundaries.  Information must be made globally available from originating applications to decision-makers at the National Command Authority, the Military Services, the CINCs, and their JTFs, and other authorized users.  Systems must be user friendly and capable of expeditious incorporation into a globally distributed information network in an operational environment.  Functional scalability, global information access, and system deployability are crucial capabilities required for the operational effectiveness of GCSS applications.  GCSS will be interoperable with GCCS through the GCCS COP and provide the logistician an integrated graphical view of the battlespace through the integration of logistics information with operations and intelligence.  Since GCSS applications focus on both the joint warfighter and the sustaining base, the operational elements must span the spectrum of logistics from user to the strategic level.  Focusing on the operational elements as outlined in Paragraph 1(d), Operational Elements, provides this end-to-end capability.  The operational elements (joint asset visibility and joint decision support tools) and their associated requirements are outlined in Tables 1A and 1B.

	Table 1A: Operational Elements and Requirements Summary

	OPERATIONAL SUBORDINATE ELEMENTS
	JOINT ASSET VISIBILITY

INFORMATION REQUIREMENTS

	Asset Visibility

(The term “asset” comprises the following eight functional areas)
	· Visibility of all assets in-transit, in-storage and in-process.

· Drill-down capability to determine specific information requirements of items in-transit, in-storage and in-process.


	Table 1A: Operational Elements and Requirements Summary

	OPERATIONAL SUBORDINATE ELEMENTS
	JOINT ASSET VISIBILITY

INFORMATION REQUIREMENTS

	1.  Mobility, Transportation,

Movement


	· Provide visibility, status, and disposition, location of airlift assets (CONUS, intertheater and intratheater), sealift and rail assets.

· Provide visibility, status, capabilities and limitations of each potential node within the distribution system, or lines of communication.

· Provide visibility, status, location and capabilities of transportation units / assets (air, ground, sea, and rail) in a theater of operation or those scheduled to deploy into a theater of operation.

· Provide visibility, status, location and time tables for departure and arrival of assets (personnel, cargo, etc.) moving into, through or out of a theater of operation.

· Provide visibility and availability of commercial and Host Nation Support (HNS) assets available for employment into an area of operation or in support of a mission.

· Provide drill down capability to determine availability of materials handling equipment (MHE) capability within CONUS and theater.

· Project shortfalls in transportation assets based on given force / cargo projected / programmed flow into, through or out of a theater of operation.




	Table 1A: Operational Elements and Requirements Summary

	OPERATIONAL SUBORDINATE ELEMENTS
	JOINT ASSET VISIBILITY

INFORMATION REQUIREMENTS

	2. Supply
	· Provide visibility, status, disposition, location (in-process, in-transit, and in-storage) of all classes of supply (wholesale and retail).

· Provide visibility, status, capabilities and limitations of each potential supply distribution unit, facility or center.

· Provide visibility, status, location and capabilities of supply / service units / assets within a theater of operation or those scheduled to deploy into a theater of operation.

· Provide visibility, status, location and timetables for departure and arrival of supplies moving into, through or out of a theater of operation.

· Provide visibility and availability of commercial supplies available for employment in an area of operation or in support of a mission.

· Project shortfalls within each class of supply based on the commanders’ operational intent and projected consumption factors.

· Provide visibility, status, and location of all prepositioned war reserve material within a theater of operation.



	Table 1A: Operational Elements and Requirements Summary


	OPERATIONAL SUBORDINATE ELEMENTS
	JOINT ASSET VISIBILITY

INFORMATION REQUIREMENTS

	3. Maintenance
	· Provide visibility, status, location and capabilities of maintenance repair units / assets within a theater of operation or those scheduled to deploy into a theater of operation.

· Project the estimated time in commission (ETIC) for nonmission capable equipment return to mission capable status based on availability of repair parts, maintenance personnel and maintenance support equipment.

· Provide visibility of all potential host nation or commercial repair facilities / infrastructure available in a theater of operation.

· Project readiness trends for each weapon system based on current readiness posture, projected failures, losses and projected maintenance returns on overall unit readiness.

· Provide readiness (maintenance) status, and location of all prepositioned war reserve equipment within a theater of operation.


	Table 1A: Operational Elements and Requirements Summary


	OPERATIONAL SUBORDINATE ELEMENTS
	JOINT ASSET VISIBILITY

INFORMATION REQUIREMENTS

	4. Engineering
	· Provide visibility, status, location and capabilities of all engineering units / assets within a theater of operation or those scheduled to deploy.

·  Provide visibility of all potential host nation or commercial engineering assets / resources available within a theater of operation.

· Provide infrastructure engineering assessments (based on capabilities and limitations) on all nodes within the distribution system / lines of communications (air, ground, sea and rail) and potential beddown sites, assembly or staging areas.

· Provide the ability to determine expeditionary operational and support facility requirements and assist in the assessment/execution of required engineering support in acquiring the needed facilities for deploying forces.  

· Provide engineering supportability analysis for a course of action based on facility requirements for deploying forces, infrastructure, and engineering unit capabilities and limitations.  

· Provide drill-down capabilities into infrastructure and facilities (airfields, seaports, rail lines, bridges, roads, etc.), to determine real-time specific infrastructure and construction capabilities / requirements.



	Table 1A: Operational Elements and Requirements Summary




	OPERATIONAL

SUBORDINATE ELEMENTS
	JOINT ASSET VISIBILITY

INFORMATION REQUIREMENTS

	5. Personnel
	· Provide individual drill-down capability to determine:

1. Individual personal history;

2. Individual family data / information (next of kin, home of record, etc.);

3. Individual deployment preparedness information (will, power of attorney, medical, training, etc.);

4. Military and civilian schooling information / preparedness; and

5. Location and unit of assignment of all military, contractor, governmental employees, non-governmental employees and dependents within the theater of operation.  

· Provide unit drill-down capability to determine:

1. Overall visibility, status and location of each unit within the theater of operation;

2. Overall personnel status and military occupational skill shortages that impact on ability of a unit to accomplish its mission;

3. Provide drill-down capability to individuals within a unit to obtain individual data; and

4. Consolidate and provide specific requested ad hoc inquiries into units to obtain information.


	Table 1A: Operational Elements and Requirements Summary



	OPERATIONAL

SUBORDINATE ELEMENTS
	JOINT ASSET VISIBILITY

INFORMATION REQUIREMENTS

	6. Force

Health Protection
	· Provide visibility, status, location and capabilities of all medical units / assets within a theater of operation or those scheduled to deploy into a theater of operation.

· Provide all host nation and commercial infrastructure medical capabilities within an area of operation. 

· Provide drill-down capabilities into medical units and facilities to determine exact capabilities and limitations.

· Provide the status, disposition and location of patients within the medical system by medical unit, combat unit, and individual.  

· Provide individual health readiness information (profiles, shot records, etc.).

· Provide location, status and disposition of all class VIII and blood supplies within an area of operation.

· Provide force health protection supportability analysis (to include anticipated patient and class VIII (medical material) for a course of action based on medical units / infrastructure capabilities and limitations within a theater of operation.

· Provide medical threat, intelligence, and surveillance information to assist in the identification of population and individual risk factors.



	Table 1A: Operational Elements and Requirements Summary




	OPERATIONAL SUBORDINATE ELEMENTS
	JOINT ASSET VISIBILITY

INFORMATION REQUIREMENTS

	7. Acquisition
	· Provide visibility of assets at the wholesale and retail levels (serviceable and unserviceable) to include those items in-transit, in-process and in-storage enabling procurement managers to make smart, business-like procurement decisions.

· Provide projected procurement requirements based on projected consumption and losses in support of an operation. 

· Provide the ability for contracting officers down to the JTF level to track contracts and pre-approved commercial contract sources.

· Provide visibility of all contracts for the acquisition of materials or services as a basis for good, sound, economical acquisition decisions from the Strategic National Level down to the tactical level. 

· Provide safeguards that ensure resources are not procured until approved by an authorized authority.

· Ensure resources acquired are accounted for and entered into the applicable inventory control system for visibility, maintenance and disposition.


	Table 1A: Operational Elements and Requirements Summary



	OPERATIONAL

SUBORDINATE 

ELEMENTS
	JOINT ASSET VISIBILITY

INFORMATION REQUIREMENTS

	8. Finance
	· Provide visibility of all financial obligations, commitments and transactions from the National Strategic to the Tactical level.

· Provide drill-down capability to determine specific individual pay and allowance information and problems.

· Provide immediate access to the status of funds (expenditures, obligations and remaining amount) at each level of command regardless of Service component, including detailed visibility on cost categories supporting baseline operations, and incremental cost of beddown, employment and reconstitution.    

· Provide the capability for Services and Agencies to freely execute financial transactions across the DoD Enterprise non-intrusively for those logistics business processes directly in support of the warfighter.


	Table 1B: Operational Elements and Requirements Summary

	OPERATIONAL

 ELEMENT
	JOINT DECISION SUPPORT TOOLS

INFORMATION REQUIREMENTS

	Joint Decision Support Tools
	· Based on commanders’ operational intent, projected consumption and asset visibility of those forces or materials in-transit, in-process and in-storage conduct:  

1. Collaborative planning;

2. Logistics supportability analysis / estimates;

3. Course of action development;

4. Course of action analysis; and

5. Projected shortfalls and potential solutions to shortfalls.

· Provide graphical displays to depict units and infrastructure. 

· Provide drill-down capabilities to identify specific capabilities, strengths, limitations, etc., of units and infrastructure.

· Provide advance warning of potential shortfalls or problems resulting from joint asset visibility as compared to the commanders’ operational intent and projected consumption.


a.  System Performance  

Some GCSS performance parameters are designated as Key Performance Parameters (KPPs).  GCSS KPPs are applicable and transferable to all supporting logistics information systems, and will be applied as the minimum requirements for all future system upgrades or developments.  Support of these KPPs must be addressed by appropriate ORDs within the GCSS FoS.  The KPPs identify certain critical system characteristics that are measurable, achievable, and can be used as a basis for evaluation.  The KPPs are parameters so significant that failure to meet their minimum values (thresholds) could be cause for program reevaluation or termination.  GCSS KPPs include the threshold and objective criteria as outlined in Table 2 below:

Table 2: Key Performance Parameter Summary

	Key Performance Parameter
	Threshold
	Objective

	COMPLIANCE

The GCSS FoS shall be developed in accordance with the Joint Technical Architecture (JTA) and be compliant with the Defense Information System Agency (DISA) DII COE.


	Level 6
	Level 8

	SECURITY

The GCSS FoS shall provide for security management services.

	Provide for classified (GENSER), sensitive but unclassified, and/or unclassified information in accordance with the minimum standards set forth in DoD 5200.28-STD. 


	Same as Threshold

	INTEROPERABILITY
The GCSS FoS shall treat data as a corporate asset and all top-level Information Exchange Requirements (IERs) outlined at Table 3 will be satisfied to the standards specified in the Threshold and Objective values.


	100% of top-level IERs designated as critical
	100% of all top-level IERs


b.  General Performance Characteristics   

System performance addresses the operational effectiveness critical operational issues (COIs), measures of effectiveness (MOEs), measures of performance (MOPs), and associated thresholds and / or objectives with regard to assigned task scenarios.  


(1) Mission Scenarios.  GCSS is global in scope.  The versatility of GCSS will enable it to be deployed under any circumstances, during peace or war, independent of geographical location.  GCSS applications will be designed to readily adapt to changes in mission scenario.  The precept expressed in the phrase, "Any box (within security parameters), any authorized user, one net, one picture," underscores the requirement to provide sustained, integrated, responsive, and relevant information to warfighters regardless of the tactical situation.  This is a fundamental COI of GCSS and is required for the operational effectiveness of GCSS applications to meet mission needs.  





(2) Employment Tactics.  GCSS will take advantage of the shared infrastructure and services of the GIG and will adhere to the JTA.  GCSS applications must have the capability to interface with the authoritative systems as outlined in paragraph 1(b), Mission Area Description.  Consequently, the scope of this CRD is focused on information interoperability between Services, Defense Agencies, commercial sector and U.S. government / non-governmental agencies.  While the need for information interoperability with our coalition partners is a viable requirement and future expectation, it is paramount that we first establish our own IDE within the DoD.  Accordingly, GCSS security capabilities must be able to accommodate multiple levels of authorized access and multiple levels of security.  GCSS will adhere to the security provisions of the Defense Information Infrastructure (DII) COE.  Large volumes of sensitive but unclassified data, whose aggregate could provide significant sensitive information to an adversary, increase vulnerability.  GCSS shall be constructed to prevent an adversary from accessing critical aggregations of logistics information.  The GIG shall provide GCSS with its priority communications backbone infrastructure, enabling worldwide functionality for deployed forces.  In accordance with DoD 5000 series documents, the GCSS program manager and each GCSS FoS program manager will ensure that GCSS communications and hardware infrastructure requirements are identified in a C4I Support Plan prior to fielding. 


(3) Environmental Conditions.  GCSS will be employed worldwide in both hostile and non-hostile environments, operating in a variety of terrain and climatic conditions.  GCSS equipment must be capable of operating in the user’s environment.  Environmental requirements for GCSS will, therefore, vary depending on the user's operational environment.  GCSS and its associated components (hardware) must also be capable of operating in a variety of operational electromagnetic environments (EME) to include nuclear (high-altitude electro-magnetic pulse), biological, and chemical threats.


(4) Parameters.  Although many GCSS applications will be functionally focused, they must make all logistics data and functional information available to authorized users on a globally distributed information network.  Operating locations cover the entire supported CINCs theater of operations, supporting CINCs, logistics depots, headquarters activities, supporting establishment, governmental organizations and activities, and locations of any other users requiring logistics information for their operational mission, as outlined in the information exchange requirements at Table 3, Information Exchange (Interoperability).  Essential performance requirements (e.g., operational availability (OA)) are application specific. The following additional Measures of Effectiveness (MOEs) and Measures of Performance (MOPs) require real-time processing for GCSS applications: 




(a) Information Accuracy.  In view of the fact that information is to be widely available outside the purview of the users of the application segment that created it, accuracy is of paramount importance.  Application developers must ensure that data validity checks are in place to facilitate the accuracy of data. Accuracy of data is also critical throughout the respective life cycles of the individual data elements and the operations for which they are collected.  With data coming from several data feeds, the potential for conflicting data exists; therefore, applications must be able to accurately resolve conflicting data (source data mediation) with a reasonable degree of confidence.  Specific quantitative evaluation criteria are dependent upon the individual functional application segments and the operational scenarios they support.  The owner / steward of the authoritative source providing data / information is responsible to ensure the accuracy of that data / information.




(b) Information Currency.  Information currency measures the age of the data / information.  With more than 1800 logistics systems already in existence, the age of data / information is driven by a multitude of business processes / rules associated with each system.  Given the restrictions of these legacy systems, the threshold for measuring information currency is established at capturing near real-time information as determined by established business processes. (For the purpose of this CRD, the use of near real-time is directly associated with the age of data / information and accounts for existing infrastructure constraints, legacy systems and business processes (batch processing) that restrict the ability to obtain accurate and current data.)  With the implementation of DRID #54, the ultimate goal of GCSS applications is to reflect real-time information.  Constraints in legacy systems or infrastructure may preclude near term realization of this goal.  However, the objective for measuring information currency is set to obtain real-time information.  (For the purpose of this CRD, the use of real-time is directly associated with the age of data / information and accounts for future infrastructure enhancements, emerging interoperable information systems and reengineered business processes resulting from DRID #54 that enable the user to obtain accurate and current data / information.)  This is portrayed within the thresholds and objectives of the KPPs and the interoperability information exchange requirements matrix contained in Table 3, Information Exchange (Interoperability).  Systems operating in austere communications circumstances may be required to temporarily operate in an “off line” mode, pending next availability of communications support, meaning delays may be substantial for some items.  Date / time / source stamps and latency tables (which show latency of data from different working locations) allow users to judge the validity and currency of requested data.  Modeling and simulation will give a prediction of the time the next update is expected, and the availability of data from intermittently connected units if possible.  Actual criteria will depend on the currency requirements of specific applications or the processes they support.




(c) Information Completeness.  Information completeness is a primary result and benefit of GCSS.  GCSS applications provide for information completeness through application interoperability and global availability.  Information completeness criteria will measure the information obtained from authoritative sources within the GCSS FoS to provide a complete answer to the query.  Actual criteria will depend on the requirements of specific applications and shared data and information exchange requirements.




(d) Information Relevance.  Information relevance refers to the essentiality of information provided to the user.  GCSS initiatives will help achieve information relevance through its access to the integrated view of the battlespace.  This fused picture imposes structure and organization in a disciplined manner over what might otherwise appear to be incoherent or non-relevant information.  Thus, information relevance is to be evaluated from two perspectives.  First, it is evaluated based upon the value associated with the information in its own right; that is, from the perspective of the application, which creates or uses the information.  Actual criteria for this first aspect of information relevance depend on the requirements of specific applications.  Second, it is evaluated by the extent to which the information the application creates / contributes to the integrated view of the battlespace; that is, from the perspective of global information requirements.  Application specific criteria for this aspect will evolve as the global information management responsibilities for the logistics applications evolve.  An oversight committee comprised of representatives from the Joint Staff, Combatant CINCs, Supporting CINCs, and Service representatives will determine battlespace information relevance.  As required, other agencies will be included when specific systems are considered.




(e) Information Timeliness.  Information timeliness measures the amount of time required to retrieve and process sufficient information and provide it to the users to execute assigned tasks effectively.  This differs from information currency: currency relates the information to the event that generated it (how long it takes new data to be incorporated into the AISs).  Nevertheless, the goal of information timeliness is the same as that of information currency--namely, real-time.  Just as with information currency, the evaluation criteria against which to assess information timeliness when performing trade-off analyses is the goal of real-time information, and specific criteria will be driven by application requirements.  GCSS will facilitate information timeliness by making all information available on a worldwide, distributed information network with provisions for user timeliness determination.  







(f) Information Format.  Information format pertains to the composition or layout of the information to execute assigned tasks effectively.  A clearly structured, flexible and readily tailorable standardized information format to facilitate decision-making is a fundamental requirement of GCSS.  The GCSS will comply with user interface standards mandated by the DII COE in order to enhance interoperability, and to minimize training.


(5) Survivability.  GCSS must be able to perform its Operations Mode Summary / Mission Profile (OMS / MP) critical functions in Nuclear, Biological and Chemical (NBC) environments and within 15 minutes following High-altitude Electromagnetic Pulse (HEMP) environments.  GCSS must be operationally decontaminable.

c.  Information Exchange (Interoperability)  

Information systems built to meet specific Service requirements must still provide for the appropriate level of C4ISR interoperability to meet joint requirements.  As such, understanding the specific nature and degree of interoperability required for the GCSS is a key consideration that must be accounted for when designing, constructing, and deploying applications with the GCSS architecture.  Table 3, Information Exchange (Interoperability), identifies the major information exchange requirement categories for GCSS with associated projected FoS interfaces. The crosswalk between the UJTL and the requirements are contained in Appendix C, Capstone Requirements Document (CRD) Supporting Analysis, Table 4, UJTL Crosswalk.  The ultimate objective for the GCSS FoS is interoperability across functional activities and information domains (e.g., Logistics, Command and Control (C2), and Intelligence).  Applications and systems operate as necessary across all functional data domains.  The “virtual” workspace uses shared applications operating against an integrated information space.  This “enterprise” level of interoperability represents the capabilities necessary to achieve the Focused Logistics tenet of Information Fusion in support of the Joint Vision 2020 concept of “Full Spectrum Dominance”.

5.    Applicability  

This joint CRD is an umbrella requirement document for GCSS to instill interoperability across the logistics functional areas of transportation, supply, maintenance, personnel, acquisition, force health protection, finance and engineering.  GCSS will be adopted by services / agencies as a development framework for all future logistics application segments (operational requirements, performance parameters, data flow and information exchange requirements and architecture issues).  Services / Agencies should incorporate specific requirements into their detailed Operational Requirements Documents (ORDs), making reference to the GCSS CRD.  All requirements documents, including all ORDs and MNSs related to the GCSS FoS will be coordinated with the GCSS CRD lead for compliance.  All ORDs in this FoS shall document support for this CRD IAW CJCSI 3170.01A.  Specific requirements that should be addressed in future editions of this CRD will be submitted to the CRD lead as candidates for incorporation into future versions of the GCSS CRD.

	Table 3: Information Exchange (Interoperability)

                                                                          Joint Asset Visibility (Threshold)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Visibility of all assets in-transit, in-storage and in-process.

· Drill-down capability to determine specific information requirements of items and personnel in-transit, in-storage and in-process.
	GCSS-A

GCSS-AF

GCSS-MC
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BSM
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JOPES

TC-AIMS II

TMIP
	NCA

CINC

JTF

Services

Service-

Component

Sustaining Base
	Cross walk

contained

at

Appendix

C, Table 4.
	Yes
	Provide access and connectivity to any authorized user on any box (within security parameters) at any location.  

Threshold:

Provide at least 95% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the threshold will be identified in the annual review of this document.  
	The data / information from the authoritative source must be current and accurate. 

Threshold:  Provide 95% accurate data from the authoritative source; data is current as determined by established business processes.
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Threshold:  Once the query is complete, provide user with anticipated run time; single / multiple inquiries for data must be accomplished in less than one (1) minute 95% of the time.
	   Web – enabled / based
	   On - demand


	Table 3: Information Exchange (Interoperability)
Joint Asset Visibility (Objective)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Visibility of all assets in-transit, in-storage and in-process.

· Drill-down capability to determine specific information requirements of items and personnel in-transit, in-storage and in-process. 
	GCSS-A

GCSS-AF

GCSS-MC

GCSS-M

BSM

DIMHRS

JTAV

JPAV

GTN

JOPES

TC-AIMS II

TMIP
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	No
	The GCSS FoS shall be developed using a web-based, network / information centric architecture with user workstation independent access.  Provide access and connectivity to any authorized user on any box (within security parameters) at any location.

Objective:    Provide at least 99% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the objective will be identified in the annual review of this document.    


	The data / information from the authoritative source must be current and accurate.

Objective:  Provide 100% accurate data from the authoritative source: data is current as determined by established business processes.

Note:  Changes from the Threshold are underlined
	The system(s) (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Objective:  Once query is complete, provide user with anticipated run time; single / multiple inquiries for data shall be accomplished in less than 30 seconds 95% of the time.
	   Web – based
	   On - demand
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	Table 3: Information Exchange (Interoperability)
Mobility, Transportation, Movement (Threshold)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility, status, and disposition, location of airlift assets (CONUS, inter-theater and intra-theater), sealift and rail assets.

· Provide visibility, status, capabilities and limitations of each potential node within the distribution system, or lines of communication.

· Provide visibility, status, location and capabilities of transportation units / assets (air, ground, sea, and rail) in a theater of operation or those scheduled to deploy into a theater of operation.

· Provide visibility, status, location and time tables for departure and arrival of assets (personnel, cargo, etc.) moving into, through or out of the theater of operation.

· Provide visibility and availability of commercial and Host Nation Support (HNS) assets available for employment into an area of operation or in support of a mission.

· Provide drill down capability to determine availability of materials handling equipment (MHE) capability within CONUS and theater.

· Project shortfalls in transportation assets based on given force / cargo projected / programmed flow into, through or out of a theater of operation.
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	Yes
	Provide access and connectivity to any authorized user on any box (within security parameters) at any location.  

Threshold:

Provide at least 95% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the threshold will be identified in the annual review of this document.  
	The data / information from the authoritative source must be current and accurate. 

Threshold: Provide 95% accurate data from the authoritative source; data is current as determined by established business processes.
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Threshold: Once query is complete, provide user with anticipated run time; single / multiple inquiries for data must be accomplished in less than one (1) minute 95% of the time.
	 Web – enabled / based
	   On - demand


	Table 3: Information Exchange (Interoperability)
Mobility, Transportation, Movement (Objective)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility, status, and disposition, location (in-process, in-transit, and in-storage) of airlift assets (CONUS, inter-theater and intra-theater), sealift and rail assets.

· Provide visibility, status, capabilities and limitations of each potential node within the distribution system, or lines of communication.

· Provide visibility, status, location and capabilities of transportation units / assets (air, ground, sea, and rail) in a theater of operation or those scheduled to deploy into a theater of operation.

· Provide visibility, status, location and time tables for departure and arrival of assets (personnel, cargo, etc.) moving into, through or out of the theater of operation.

· Provide visibility and availability of commercial and Host Nation Support (HNS) assets available for employment into an area of operation or in support of a mission.

· Provide drill down capability to determine availability of materials handling equipment (MHE) capability within CONUS and theater.

· Project shortfalls in transportation assets based on given force / cargo projected / programmed flow into, through or out of a theater of operation.
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	No
	The GCSS FoS shall be developed using a web-based, network / information centric architecture with user workstation independent access.  Provide access and connectivity to any authorized user on any box (within security parameters) at any location.

Objective:   Provide at least 99% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the objective will be identified in the annual review of this document.    


	The data / information from the authoritative source must be current and accurate.

Objective: Provide 100% accurate data from the authoritative source: data is current as determined by established business processes.

Note:  Changes from the Threshold are underlined
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Objective:  Once query is complete, provide user with anticipated run time; single / multiple inquiries for data shall be accomplished in less than 30 seconds 95% of the time.
	   Web – based
	   On - demand
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	Table 3: Information Exchange (Interoperability)
Supply (Threshold)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility, status, disposition, location (in-process, in-transit, and in-storage) of all classes of supply (wholesale and retail).

· Provide visibility, status, capabilities and limitations of each potential supply distribution unit, facility or center

· Provide visibility, status, location and capabilities of supply / service units / assets within a theater of operation or those scheduled to deploy into a theater of operation. 

· Provide visibility, status, location and timetables for departure and arrival of supplies moving into, through or out of the theater of operation.

· Provide visibility and availability of commercial supplies available for employment in an area of operation or in support of a mission.

· Project shortfalls within each class of supply based on the commanders’ operational intent and projected consumption factors.

· Provide visibility, status, and location of all prepositioned war reserve material within a theater of operation.
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	Yes
	Provide access and connectivity to any authorized user on any box (within security parameters) at any location.  

Threshold:

Provide at least 95% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the threshold will be identified in the annual review of this document.  
	The data / information from the authoritative source must be current and accurate. 

Threshold: Provide 95% accurate data from the authoritative source; data is current as determined by established business processes.
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Threshold: Once query is complete, provide user with anticipated run time; single / multiple inquiries for data must be accomplished in less than one (1) minute 95% of the time.
	 Web – enabled / based
	   On - demand


	Table 3: Information Exchange (Interoperability)
Supply (Objective)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility, status, disposition, location (in-process, in-transit, and in-storage) of all classes of supply (wholesale and retail).

· Provide visibility, status, capabilities and limitations of each potential supply distribution unit, facility or center

· Provide visibility, status, location and capabilities of supply / service units / assets within a theater of operation or those scheduled to deploy into a theater of operation. 

· Provide visibility, status, location and timetables for departure and arrival of supplies moving into, through or out of the theater of operation.

· Provide visibility and availability of commercial supplies available for employment in an area of operation or in support of a mission.

· Project shortfalls within each class of supply based on the commanders’ operational intent and projected consumption factors.

· Provide visibility, status, and location of all prepositioned war reserve material within a theater of operation.
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	No
	The GCSS FoS shall be developed using a web-based, network / information centric architecture with user workstation independent access.  Provide access and connectivity to any authorized user on any box (within security parameters) at any location.

Objective:    Provide at least 99% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the objective will be identified in the annual review of this document.    


	The data / information from the authoritative source must be current and accurate.

Objective: Provide 100% accurate data from the authoritative source: data is current as determined by established business processes.

Note:  Changes from the Threshold are underlined
	The system(s) (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Objective:  Once query is complete, provide user with anticipated run time; single / multiple inquiries for data shall be accomplished in less than 30 seconds 95% of the time
	   Web – based
	   On - demand
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	Table 3: Information Exchange (Interoperability)
Maintenance (Threshold)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility, status, location and capabilities of maintenance repair units / assets within a theater of operation or those scheduled to deploy into a theater of operation.

· Project the estimated time in commission (ETIC) for non-mission capable equipment return to mission capable status based on availability of repair parts, maintenance personnel and maintenance support equipment.

· Provide visibility of all potential host nation or commercial repair facilities / infrastructure available in a theater of operation.

· Project readiness trends for each weapon system based on current readiness posture, projected failures and losses and projected maintenance returns on overall readiness.

· Provide readiness (maintenance) status, and location of all prepositioned war reserve material within a theater of operation.
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	Yes
	Provide access and connectivity to any authorized user on any box (within security parameters) at any location.  

Threshold:

Provide at least 95% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the threshold will be identified in the annual review of this document.  
	The data / information from the authoritative source must be current and accurate. 

Threshold: Provide 95% accurate data from the authoritative source; data is current as determined by established business processes.
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Threshold: Once query is complete, provide user with anticipated run time; single / multiple inquiries for data must be accomplished in less than one (1) minute 95% of the time.
	 Web – enabled / based
	   On - demand


	Table 3: Information Exchange (Interoperability)
Maintenance (Objective)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility, status, location and capabilities of maintenance repair units / assets within a theater of operation or those scheduled to deploy into a theater of operation.

· Project the estimated time in commission (ETIC) for non-mission capable equipment return to mission capable status based on availability of repair parts, maintenance personnel and maintenance support equipment.

· Provide visibility of all potential host nation or commercial repair facilities / infrastructure available in a theater of operation.

· Project readiness trends for each weapon system based on current readiness posture, projected failures and losses and projected maintenance returns on overall readiness.

· Provide readiness (maintenance) status, and location of all prepositioned war reserve material within a theater of operation.
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	No
	The GCSS FoS shall be developed using a web-based, network / information centric architecture with user workstation independent access.  Provide access and connectivity to any authorized user on any box (within security parameters) at any location.

Objective:    Provide at least 99% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the objective will be identified in the annual review of this document.    


	The data / information from the authoritative source must be current and accurate.

Objective: Provide 100% accurate data from the authoritative source: data is current as determined by established business processes.

Note:  Changes from the Threshold are underlined
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Objective:  Once query is complete, provide user with anticipated run time; single / multiple inquiries for data shall be accomplished in less than 30 seconds 95% of the time.
	   Web - based
	   On - demand
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	Table 3: Information Exchange (Interoperability)
Engineering (Threshold)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility, status, location and capabilities of all engineering units / assets within a theater of operation or those scheduled to deploy.

·  Provide visibility of all potential host nation or commercial engineering assets / resources available within a theater of operation.

· Provide infrastructure engineering assessments (based on capabilities and limitations) on all nodes with the distribution system / lines of communications (air, ground, sea and rail) and potential bed-down sites, assembly or staging areas.

· Provide the ability to determine expeditionary operational and support facility requirements and assist in the assessment/execution of required engineering support in acquiring the needed facilities for deploying forces.
· Provide engineering supportability analysis for a course of action based on facility requirements for deploying forces, infrastructure, and engineering unit capabilities and limitations.  

· Provide drill-down capabilities into infrastructure and facilities (airfields, seaports, rail lines, bridges, roads, etc.) to determine real-time specific infrastructure and construction capabilities / requirements.  
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	Yes
	Provide access and connectivity to any authorized user on any box (within security parameters) at any location.  

Threshold:

Provide at least 95% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the threshold will be identified in the annual review of this document.  
	The data / information from the authoritative source must be current and accurate. 

Threshold: Provide 95% accurate data from the authoritative source; data is current as determined by established business processes.
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Threshold: Once query is complete, provide user with anticipated run time; single / multiple inquiries for data must be accomplished in less than one (1) minute 95% of the time.
	Web - enabled / based
	   On - demand


	Table 3: Information Exchange (Interoperability)
Engineering (Objective)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility, status, location and capabilities of all engineering units / assets within a theater of operation or those scheduled to deploy.

·  Provide visibility of all potential host nation or commercial engineering assets / resources available within a theater of operation.

· Provide infrastructure engineering assessments (based on capabilities and limitations) on all nodes with the distribution system / lines of communications (air, ground, sea and rail) and potential bed-down sites, assembly or staging areas.

· Provide the ability to determine expeditionary operational and support facility requirements and assist in the assessment/execution of required engineering support in acquiring the needed facilities for deploying forces.
· Provide engineering supportability analysis for a course of action based on facility requirements for deploying forces, infrastructure, and engineering unit capabilities and limitations.  

· Provide drill-down capabilities into infrastructure and facilities (airfields, seaports, rail lines, bridges, roads, etc.) to determine real-time specific infrastructure and construction capabilities / requirements.  
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	No
	The GCSS FoS shall be developed using a web-based, network / information centric architecture with user workstation independent access.  Provide access and connectivity to any authorized user on any box (within security parameters) at any location.

Objective:    Provide at least 99% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the objective will be identified in the annual review of this document.    


	The data / information from the authoritative source must be current and accurate.

Objective: Provide 100% accurate data from the authoritative source: data is current as determined by established business processes.

Note:  Changes from the Threshold are underlined
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Objective:  Once query is complete, provide user with anticipated run time; single / multiple inquiries for data shall be accomplished in less than 30 seconds 95% of the time.
	   Web - based
	   On - demand
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	Table 3: Information Exchange (Interoperability)
Personnel (Threshold)



	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide individual drill-down capability to determine:

 1. Individual personal history.

 2. Individual family data / information (next of kin, home of record, etc.).

 3. Individual deployment preparedness information (will, power of attorney, medical, training, etc.)

 4. Military and civilian schooling information / preparedness.

 5. Location and unit of assignment of all contractor, governmental employees, non-governmental employees (e.g. contractors) and dependents within the theater of operation.  

· Provide unit drill-down capability to determine:

 1. Overall visibility, status and location of each unit within the theater of operation.

 2. Overall personnel status and military occupational skill shortages that impact on ability of a unit to accomplish its mission.

 3. Provide drill-down capability to individuals within a unit to obtain individual data.

 4. Consolidate and provide specific requested ad hoc inquiries into units to obtain information.
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	Yes
	Provide access and connectivity to any authorized user on any box (within security parameters) at any location.  

Threshold:

Provide at least 95% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the threshold will be identified in the annual review of this document.  
	The data / information from the authoritative source must be current and accurate. 

Threshold: Provide 95% accurate data from the authoritative source; data is current as determined by established business processes.
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Threshold: Once query is complete, provide user with anticipated run time; single / multiple inquiries for data must be accomplished in less than one (1) minute 95% of the time.
	 Web - enabled / based
	   On - demand


	Table 3: Information Exchange (Interoperability)
Personnel (Objective)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide individual drill-down capability to determine:

 1. Individual personal history.

 2. Individual family data / information (next of kin, home of record, etc.).

 3. Individual deployment preparedness information (will, power of attorney, medical, training, etc.).

 4. Military and civilian schooling information / preparedness.

 5. Location and unit of assignment of all contractor, governmental employees, non-governmental employees (e.g. contractors) and dependents within the theater of operation.  

· Provide unit drill-down capability to determine:

 1. Overall visibility, status and location of each unit within the theater of operation.

 2. Overall personnel status and military occupational skill shortages that impact on ability of a unit to accomplish its mission.

 3. Provide drill-down capability to individuals within a unit to obtain individual data.

 4. Consolidate and provide specific requested ad hoc inquiries into units to obtain information.
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JOPES
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	No
	The GCSS FoS shall be developed using a web-based, network / information centric architecture with user workstation independent access.  Provide access and connectivity to any authorized user on any box (within security parameters) at any location.

Objective:    Provide at least 99% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the objective will be identified in the annual review of this document.    


	The data / information from the authoritative source must be current and accurate.

Objective: Provide 100% accurate data from the authoritative source: data is current as determined by established business processes.

Note:  Changes from the Threshold are underlined
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Objective:  Once query is complete, provide user with anticipated run time; single / multiple inquiries for data shall be accomplished in less than 30 seconds 95% of the time.
	   Web - based
	   On - demand
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	Table 3: Information Exchange (Interoperability)
Force Health Protection (Threshold)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility, status, location and capabilities of all medical units / assets within a theater of operation or those scheduled to deploy into a theater of operation.

· Provide all host nation and commercial infrastructure medical capabilities within an area of operation. 

· Provide drill-down capabilities into medical units and facilities to determine exact capabilities and limitations. 

· Provide the status, disposition and location of patients within the medical system by medical unit, combat unit, and individual.

· Provide individual health readiness information (profiles, shot records, etc.).

· Provide location, status and disposition of all class VIII and blood supplies within an area of operation.

· Provide force health protection supportability analysis (to include anticipated patient and class VIII requirements) for a course of action based on health affairs units / infrastructure capabilities and limitations within a theater of operation.

· Provide medical threat, intelligence, and surveillance information to assist in the identification of population and individual risk factors.
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	Yes
	Provide access and connectivity to any authorized user on any box (within security parameters) at any location.  

Threshold:

Provide at least 95% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the threshold will be identified in the annual review of this document.  
	The data / information from the authoritative source must be current and accurate. 

Threshold: Provide 95% accurate data from the authoritative source; data is current as determined by established business processes.
	The system(s) (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Threshold: Once query is complete, provide user with anticipated run time; single / multiple inquiries for data must be accomplished in less than one (1) minute 95% of the time.
	 Web - enabled / based
	   On - demand


	Table 3: Information Exchange (Interoperability)
Force Health Protection (Objective)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility, status, location and capabilities of all medical units / assets within a theater of operation or those scheduled to deploy into a theater of operation.

· Provide all host nation and commercial infrastructure medical capabilities within an area of operation. 

· Provide drill-down capabilities into medical units and facilities to determine exact capabilities and limitations. 

· Provide the status, disposition and location of patients within the medical system by medical unit, combat unit, and individual.

· Provide individual health readiness information (profiles, shot records, etc.).

· Provide location, status and disposition of all class VIII and blood supplies within an area of operation.

· Provide force health protection supportability analysis (to include anticipated patient and class VIII requirements) for a course of action based on health affairs units / infrastructure capabilities and limitations within a theater of operation.

· Provide medical threat, intelligence, and surveillance information to assist in the identification of population and individual risk factors.
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	No
	The GCSS FoS shall be developed using a web-based, network / information centric architecture with user workstation independent access.  Provide access and connectivity to any authorized user on any box (within security parameters) at any location.

Objective:    Provide at least 99% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the objective will be identified in the annual review of this document.    


	The data / information from the authoritative source must be current and accurate.

Objective: Provide 100% accurate data from the authoritative source: data is current as determined by established business processes.

Note:  Changes from the Threshold are underlined
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Objective:  Once query is complete, provide user with anticipated run time; single / multiple inquiries for data shall be accomplished in less than 30 seconds 95% of the time.
	   Web - based
	   On - demand
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	Table 3: Information Exchange (Interoperability)
Acquisition (Threshold)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility of assets at the wholesale and retail levels (serviceable and unserviceable) to include those items in-transit, in-process and in-storage) enabling procurement managers to make smart, business-like procurement decisions.

· Provide projected procurement requirements based on projected consumption and losses in support of an operation. 

· Provide the ability for contracting officers down to the JTF level to track contracts and pre-approved commercial contract sources.

· Provide visibility of all contracts for the acquisition of materials or services as a basis for good, sound, economical acquisition decisions from the Strategic National Level down to the tactical level. 

· Provide safeguards that ensure resources are not procured until approved by an authorized authority.

· Ensure resources acquired are accounted for and entered into the applicable inventory control system for visibility, maintenance and disposition.
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	Yes
	Provide access and connectivity to any authorized user on any box (within security parameters) at any location.  

Threshold:

Provide at least 95% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the threshold will be identified in the annual review of this document.  
	The data / information from the authoritative source must be current and accurate. 

Threshold:  Provide 95% accurate data from the authoritative source; data is current as determined by established business processes.
	The system(s)  (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Threshold: Once query is complete, provide user with anticipated run time; single / multiple inquiries for data must be accomplished in less than one (1) minute 95% of the time.
	 Web - enabled / based
	   On - demand


	Table 3: Information Exchange (Interoperability)
Acquisition (Objective)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility of assets at the wholesale and retail levels (serviceable and unserviceable) to include those items in-transit, in-process and in-storage) enabling procurement managers from which to make smart, business-like procurement decisions.

· Provide projected procurement requirements based on projected consumption and losses in support of an operation. 

· Provide the ability for contracting officers down to the JTF level to track contracts and pre-approved commercial contract sources.

· Provide visibility of all contracts for the acquisition of materials or services as a basis for good, sound, economical acquisition decisions from the Strategic National Level down to the tactical level. 

· Provide safeguards that ensure resources are not procured until approved by an authorized authority.

· Ensure resources acquired are accounted for and entered into the applicable inventory control system for visibility, maintenance and disposition.
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	No
	The GCSS FoS shall be developed using a web-based, network / information centric architecture with user workstation independent access.  Provide access and connectivity to any authorized user on any box (within security parameters) at any location.

Objective:    Provide at least 99% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the objective will be identified in the annual review of this document.    


	The data / information from the authoritative source must be current and accurate.

Objective:  Provide 100% accurate data from the authoritative source: data is current as determined by established business processes.

Note:  Changes from the Threshold are underlined
	The system(s) (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Objective:  Once query is complete, provide user with anticipated run time; single / multiple inquiries for data shall be accomplished in less than 30 seconds 95% of the time.
	   Web - based
	   On - demand
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	Table 3: Information Exchange (Interoperability)
Finance (Threshold)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility of all financial obligations, commitments and transactions from the National Strategic to the Tactical level.

· Provide drill-down capability to determine specific individual pay and allowance information and problems.

· Provide immediate access to the status of funds (expenditures, obligations and remaining amount) at each level of command regardless of Service component, including detailed visibility on cost categories supporting baseline operations, and incremental cost of beddown, employment and reconstitution.    

· Provide the capability for Services and Agencies to freely execute financial transactions across the DoD Enterprise non-intrusively for those logistics business processes directly in support of the warfighter.
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	Yes
	Provide access and connectivity to any authorized user on any box (within security parameters) at any location.  

Threshold:

Provide at least 95% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the threshold will be identified in the annual review of this document.  
	The data / information from the authoritative source must be current and accurate. 

Threshold: Provide 95% accurate data from the authoritative source; data is current as determined by established business processes.
	The system(s) (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Threshold: Once query is complete, provide user with anticipated run time; single / multiple inquiries for data must be accomplished in less than one (1) minute 95% of the time.
	 Web - enabled / based
	   On - demand


	Table 3: Information Exchange (Interoperability)
Finance (Objective)

	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Total Asset Visibility)
	Application

Program
	Frequency

	· Provide visibility of all financial obligations, commitments and transactions from the National Strategic to the Tactical level.

· Provide drill-down capability to determine specific individual pay and allowance information and problems.

· Provide immediate access to the status of funds (expenditures, obligations and remaining amount) at each level of command regardless of Service component, including detailed visibility on cost categories supporting baseline operations, and incremental cost of beddown, employment and reconstitution.    

· Provide the capability for Services and Agencies to freely execute financial transactions across the DoD Enterprise non-intrusively for those logistics business processes directly in support of the warfighter.
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	No
	The GCSS FoS shall be developed using a web-based, network / information centric architecture with user workstation independent access.  Provide access and connectivity to any authorized user on any box (within security parameters) at any location.

Objective:    Provide at least 99% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the objective will be identified in the annual review of this document.    


	The data / information from the authoritative source must be current and accurate.

Objective: Provide 100% accurate data from the authoritative source: data is current as determined by established business processes.

Note:  Changes from the Threshold are underlined
	The system(s) (within the GCSS FoS) providing asset visibility functions shall be responsive in providing data to the user upon inquiries.

Objective:  Once query is complete, provide user with anticipated run time; single / multiple inquiries for data shall be accomplished in less than 30 seconds 95% of the time.
	   Web - based
	   On - demand
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	Table 3: Information Exchange (Interoperability)
Joint Decision Support Tools (Threshold)


	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Joint Decision Support Tool)
	Application

Program
	Frequency

	· Based on commanders’ operational intent, projected consumption and asset visibility of those forces or materials in-transit, in-process and in-storage conduct:

1. Collaborative planning;

2. Logistics supportability analysis / estimates;

3. Course of action development;

4. Course of action analysis;

5. Projected shortfalls and potential solutions to shortfalls.

· Provide graphical displays to depict units and infrastructure. 

· Provide drill-down capabilities to identify specific strengths, limitations, etc. of units and infrastructure.

· Provide advance warning of potential shortfalls or problems resulting from joint asset visibility as compared to the commanders’ operational intent and projected consumption.
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	Yes
	Provide access and connectivity to any authorized user on any box (within security parameters) at any location.  

Threshold:

Provide at least 95% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the threshold will be identified in the annual review of this document.  
	The data / information from the authoritative source must be current and accurate. 

Threshold: Provide 95% accurate data from the authoritative source; data is current as determined by established business processes.
	The GCSS FoS shall provide a collaborative planning and/or course of action analysis or development function and will be responsive in providing actionable information.
Threshold:  Once the query for information is made, the JDST will provide the user immediate feedback as to the anticipated run time for the requested query.  The query will assemble and portray the data into actionable information within two (2) minutes 95% of the time.
	Web - enabled / based
	   On - demand


	Table 3: Information Exchange (Interoperability)
Joint Decision Support Tools (Objective)



	Information

Characterization
	Sending

Node
	Receiving

Node
	UJTL

Number
	Critical
	Availability
	Relevancy 

/ Currency
	Responsiveness (Joint Decision Support Tool)
	Application

Program
	Frequency

	· Based on commanders’ operational intent, projected consumption and asset visibility of those forces or materials in-transit, in-process and in-storage conduct:

1. Collaborative planning;

2. Logistics supportability analysis / estimates;

3. Course of action development;

4. Course of action analysis;

5. Projected shortfalls and potential solutions to shortfalls.

· Provide graphical displays to depict units and infrastructure. 

· Provide drill-down capabilities to identify specific strengths, limitations, etc. of units and infrastructure.

· Provide advance warning of potential shortfalls or problems resulting from joint asset visibility as compared to the commanders’ operational intent and projected consumption.
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	No
	The GCSS FoS shall be developed using a web-based, network / information centric architecture with user workstation independent access.  Provide access and connectivity to any authorized user on any box (within security parameters) at any location.

Objective:    Provide at least 99% connectivity down to and including the Joint Task Force Headquarters level.  Business processes will determine the tactical / forward deployed level; the objective will be identified in the annual review of this document.    


	The data / information from the authoritative source must be current and accurate.

Objective: Provide 100% accurate data from the authoritative source: data is current as determined by established business processes.

Note:  Changes from the Threshold are underlined
	The GCSS FoS shall provide a collaborative planning and/or course of action analysis or development function and will be responsive in providing actionable information.
Objective:  Once the query for information is made, the JDST will provide the user immediate feedback as to the anticipated run time for the requested query.  The query will assemble and portray the data into actionable information within 30 seconds 95% of the time.
	   Web - based
	   On - demand
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There are numerous other fields within the CRD that warrant comment in achieving interoperability.  Many of these are being worked to a greater level of detail and some must be developed over time and incorporated in the supporting Operational Requirements Documents (ORDs).  A few of the more critical information fields that apply to each event outlined above are:

· UJTL LINKAGE: The crosswalk between UJTL tasks, Elements and Information Characterization is contained at Appendix C, Table 4.
· TIMELINESS: The information elements supporting each event require "zero latency" (demands real-time processing).

· FREQUENCY: Requests for data / information is on demand.

· CLASSIFICATION:  Information ranges from unclassified to secret depending on the logistics process being supported and the aggregation of the data / information.

· FIELD SIZE: The data field size is of variable length and largely depends on the information required to make actionable decisions.

· DATA FORMAT: The information format for these events may be text, graphic, imagery or data.
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APPENDIX C

CRD Supporting Analysis

In the preparation of the CRD requirements, great care was taken to assemble the requirements from the joint warfighter community and crosswalk the requirements with the Universal Joint Task List.  The joint warfighting community and Services compiled a list of over 500 GCSS operational requirements.  Through the staffing process, this was reduced to 129.  These 129 were sub-divided into six overarching functional areas and  crosswalked with the CJCSM 3500.04B, Universal Joint Task List, Version 4.0, dated 1 October 1999.  The table below is a summary of the information exchange category and domain, a characterization description, and the corresponding UJTL tasks at the strategic national, strategic theater, operational and tactical levels.  The current matrix is built based on the prevailing UJTL during initial requirements identification and refinement.  As this strategy or other documents evolve, they will be updated to accommodate the most current revisions to the UJTL.   

For the purpose of depicting the UJTL crosswalk with the GCSS operational elements and information requirements some of the operational elements were combined to prevent duplication of tasks and for ease of display.  The operational elements are therefore grouped for display as follows:

· Joint Asset Visibility

· Mobility, Transportation, Movements

· Logistics (Supply, Maintenance, Engineering)

· Personnel and Force Health Protection

· Acquisition and Finance

· Joint Decision Support Tools

The crosswalk between operational elements, information requirements and UJTL tasks are as follows:

	Table 4:  UJTL Crosswalk

	
	
	Universal Joint Task List (UJTL)

	Operational Element
	Characterization (Information Exchange Requirements)
	Strategic National Tasks
	Strategic Theater Tasks
	Operational Tasks
	Tactical

Tasks

	Joint Asset Visibility

Supports:  

   1.  Joint   

  Warfighting;

2.  Force Preparedness;

3.  Life-Cycle

Management


	a.  Provide comprehensive information to track the identity, status, and location of unit and sustaining items.  This includes items on order or in shipment that constitute non-unit related cargo (including bulk petroleum, oils, and lubricants), general supplies, units, individuals including medical patients, and personal property from origin to final destination in support of Joint military operations.  This includes the capability for both operations and logistics managers to determine and act on timely, accurate information about the location, quantity, condition, movement, and status of DoD (and other) materiel assets.  It also includes the capability for operations and personnel managers to determine and act on timely and accurate information about the location, quantity, condition, movement, and status of DoD (military, civilian, and contractor) personnel.  Initial priority is to track U.S. joint forces and materiel (including contractors and DOD personnel) followed by the tracking of allied, coalition, and non-DoD organizations, personnel, and materiel.

b. Provide all modes tracking information from point of origin (Fort, Base, Port, and Station) for each unit through all intermediate stops (Port of Embarkation (POE) Port of Debarkation (POD), theater Reception, Staging, Onward Movement, and Integration (RSOI) to final location in operational area.

C. Provide the capability for Service, Component, and Joint Headquarters to identify the location, readiness status, and quantity of service prepositioned materiel.  Provide the capability for CINCs to direct the reapportionment and issue of service prepositioned materiel.
	SN 1.1.1

SN 1.1.3

SN 4.1  

SN 4.1.1  

SN 4.2    

SN 4.2.2   

SN 4.2.3  

SN 4.2.9

SN 4.3.3

SN 4.3.4

SN 5.7 

SN 6.1    

SN 6.1.3

SN 1.1

SN 1.1.2

SN 1.1.3

SN 1.2.1

SN 1.2.2

SN 1.2.3

SN 1.2.4

SN 1.2.5

SN 4.2.2

SN 4.2.3

SN 4.2.9

SN 5.4.3

SN 4.2

SN 4.2.9

SN 4.6

SN 4.7

SN 5.7
	ST 1.1.6

ST 4.1   

ST 4.2

ST 4.2.2.3   

ST 4.2.7

ST 4.3    

ST 4.3.1 

ST 4.3.2   

ST 4.4.1

ST 4.2.2

ST 4.2.2.1

ST 4.2.2.2

ST 7.2.4

ST 1.1

ST 1.1.6

ST 1.1.2.1

ST 1.1.2.2

ST 1.1.2.3

ST 1.2.3.4

ST1.1.3

ST 4.1

ST 4.2

ST 4.2.2.2

ST 4.2.2.3

ST 4.2.7

ST 4.3

ST 4.3.1

ST 4.3.2

ST 4.4.1

ST 5.4.3.3

ST 1.1.6

ST 4.3.2
	OP 4.1  

OP 4.2    

OP 4.3     

OP 4.4 

OP 4.4.3

OP 4.4.3.1

OP 4.4.3.2

OP 4.4.3.3

OP 4.5   

OP 4.5.1  

OP 4.5.2   

OP 4.5.3

OP4.6.1

OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.4.3.2

OP 4.5

OP 4.5.1

OP 4.5.2

OP 4.6.1

OP 4.1

OP 4.2

OP 4.3

OP 4.3.2

OP 4.4

OP 4.5.2

OP 4.6

OP 4.6.1

OP 4.6.3
	TA 1.1

TA1.1.1

TA 1.1.4

TA 4.2

TA 4.2.1

TA 4.2.2

TA 4.2.3

TA 4.2.4

TA 1.1.4

TA 4.2

TA 4.2.1

TA 4.2.2

TA 4.2.3

TA 4.2.4

TA 4.2

TA 4.2.1

TA 4.2.2

TA 4.2.4


	Operational Element
	Characterization (Information Exchange Requirements)
	Strategic National Tasks
	Strategic Theater Tasks
	Operational Tasks
	Tactical

Tasks

	Mobility, Transportation & Movement

Supports:  

1.  Joint Warfighting;

2.  Force Preparedness;

3.  Life-Cycle

Management

	a.  Provide summary and detailed information concerning the movement of forces, equipment, and supplies to a theater from Continental United States (CONUS), from one theater to another, or within a theater of operations for subsequent RSOI.  The coordination of modes of transportation, transportation infrastructure, and support of force tracking is part of this requirement.

b.  Provide summary and detailed decision support information concerning transportation infrastructure throughput capability and status, including airports, seaports, and roads worldwide.  Provide the capability to graphically portray each operational theater transportation infrastructure and status, including Aerial Port of Debarkation (APODs), Sea Port of Debarkation (SPODs), Main Supply Route (MSRs), and Lines of Communication (LOCs).

c.  Provide user friendly automated tools to monitor the flow of forces and to be able to determine what force capability exists for a particular unit (e.g., battalion, squadron) at any point in time.  Provide the capability to track the joint RSOI of units across multiple areas of operation.  Provide an integrated assessment of people, equipment, supplies, and maintenance and training status, considering Coalition forces and host nation support.


	SN 1.1

SN 1.1.1

SN 1.1.2

SN 1.1.6

SN 1.2.3

SN 1.2.4

SN 1.2.5

SN 1.2

SN 1.2.1 -

SN 1.2.7

SN 4.2.2

SN 4.2.3

SN 4.2.9

SN 6.1.5

SN 6.2.4

SN 6.3.1

SN 6.5.2

SN 6.5.3

SN 6.7

SN 1.1

SN 1.1.6

SN 4.2.2

SN 4.2.3

SN 4.2.9

SN 5.4.1

SN 1.1.1

SN 1.1.2

SN 1.1.6

SN 3.1

SN 3.2.2

SN 4.1.1

SN 4.2

SN 4.2.9


	ST 1.1

ST 1.1.1

ST 1.1.2

ST 1.1.3

ST 1.1.4

ST 1.1.5

ST 1.1.6

ST 1.1.2.1

ST 1.1.2.2

ST 1.1.2.3

ST 1.1.2.4

ST 1.1.4

ST 1.1.5

ST 4.1

ST 4.2

ST4.2.2.3

ST 4.2.6

ST 4.2.7

ST 4.3

ST 4.3.1

ST 4.3.2

ST 4.4.1

ST 1.1

ST 1.1.6

ST 4.1

ST 4.2.6

ST 4.2.7

ST 4.3

ST 4.3.1

ST 4.3.2

ST 4.4.1

ST 5.3.1.1

ST 5.3.1.2

ST 5.3.1.3

ST 5.3.1.4

ST 4.3.2

ST 5.1.3

ST 5.3.1.1

ST 5.3.1.2

ST 5.3.1.3

ST 5.3.1.4


	OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.5

OP 4.5.1

OP 4.5.2

OP 4.6.1

OP 4.6.3

OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.5

OP 4.5.1

OP 4.5.2

OP 4.6.1

OP 5.3.4

OP 5.3.5

OP 5.3.6

OP 5.3.7

OP 5.3.8

OP 5.4.5

OP 4.1

OP 4.2

OP 4.3

OP 4.3.2

OP 4.4

OP 4.5.2

OP 4.6

OP 4.6.1

OP 4.6.3

OP 5.3.4

OP 5.3.5

OP 5.3.6

OP 5.3.7

OP 5.3.8

OP 5.4.5


	TA 1.1

TA 1.1.1

TA 1.1.4

TA 4.2

TA 4.2.1

TA 4.2.2

TA 4.5

TA 1.1

TA 1.1.4

TA 4.1

TA 4.4

TA 4.5

TA 1.1.1

TA 1.1.4

TA 4.2

TA 4.5




	Operational Element
	Characterization (Information Exchange Requirements)
	Strategic National Tasks
	Strategic Theater Tasks
	Operational Tasks
	Tactical

Tasks

	Mobility, Transportation & Movement

(CON’T)

	d.  Provide a capability to track the flow of combat support capability and sustainment into an area of operation and to take action to meet changing requirements.  Provide an automated tool that is able to compare planned and actual force flows by unit designation, unit type, and weapon system from mobilization site, through the transportation pipeline, to the final theater location.  The tool should be able to track units (personnel, equipment, accompanying supplies) and sustainment in Time Phased Force Deployment Data (TPFDD) and non-unit and sustainment shipments not specifically delineated in TPFDD to include host nation, coalition, and foreign military sales.
	SN 1.1.5

SN 1.1.6

SN 4.2.2

SN 4.2.3

SN 4.2.9

SN 5.4.1

SN 6.1.1

SN 6.1.2

SN 6.1.3


	ST 4.1

ST 4.2

ST 4.2.2.3

ST 4.3

ST 4.3.1

ST 4.3.2

ST 5.1.3

ST 5.3.1.1

ST 5.3.1.2

ST 5.3.1.3

ST 5.3.1.4
	OP 4.1

OP 4.2

OP 4.3

OP 4.3.2

OP 4.4

OP 4.5.2

OP 4.6

OP 4.6.1

OP 4.6.3

OP 5.3.4

OP 5.3.5

OP 5.3.6

OP 5.3.7

OP 5.3.8 

OP 5.3.9
	TA 1.1

TA 1.1.4

TA 4.2

TA 4.5

	Operational Element
	Characterization (Information Exchange Requirements)
	Strategic National Tasks
	Strategic Theater Tasks
	Operational Tasks
	Tactical

Tasks

	Logistics

 (Supply, Maintenance and Engineering)

Supports:

1.  Joint Warfighting;

2.  Force Preparedness;

3.  Life-Cycle

Management


	a. Plan, coordinate, and monitor the reception, storage, issue, resupply, and disposition of materiel for units.  Provide capability to aggregate supply information at Service Component and Joint Headquarters for planning and monitoring supply support.   Task includes the contracting, receipt, storage, inventory control, issuance of end items, repairable, consumable materiel, and management of retrograde efforts, including automated interfaces with financial, transportation and distribution, CONUS wholesale, other Service, and coalition force supply systems and databases (automated information management systems).

b. Provide automated tools to aid in determining the logistics actions to reconstitute a force that has conducted operations and to redeploy forces or units from one area of operations to another.  The tools must analyze current unit personnel and equipment status and generate replacements and fillers to provide the unit capability the commander desires for the next mission.

c.  Provide the capability to coordinate the provision of fuels and petroleum products (bulk and packaged petroleum, oils, and lubricants (POL)) to operating forces.  Provide information to allow predictive planning of consumption of all POL products and appropriate acquisition, transportation, and in-theater distribution, including cross-Service reallocation, to support CINC, JTF, and Combined Commander operational requirements.


	SN 4.2,    SN 4.2.2     SN 4.2.3   

SN 4.2.9

SN 4.5

SN 4.6    SN 4.7    SN 5.7

SN 8.3.5

SN 5.4.1   SN 6.1     SN 6.1.1   SN 6.1.2   SN 6.1.3    SN 6.1.4   SN 6.1.5   SN 6.2     SN 6.2.1   SN 6.2.2   SN 6.2.3    SN 6.2.4    SN 6.3    

SN 6.3.1   SN 6.3.2  SN 6.3.3   SN 6.3.4    SN 6.4      SN 6.4.1   SN 6.4.2  SN 6.4.3   SN 6.5     SN 6.5.1   SN 6.5.2  SN 6.5.3   SN 6.5.4     SN 6.5.5      SN 6.6       SN 6.6.1     SN 6.6.2    SN 6.7

SN 4.2.2       SN 4.2.3    

SN 4.2.9    SN 4.6        SN 4.7        SN 5.7

SN 5.7.1

SN 5.7.3


	ST 4.0             ST 4.1

ST 4.2.2.3 

ST 4.2.6       ST 4.3          ST 4.3.1    ST 4.3.2

ST 4.2.3

ST 4.3  

ST 4.3.2

ST 5.3.1.1   ST 5.3.1.2   ST 5.3.1.3   ST 5.3.1

ST 4.2.6

ST 4.3  

ST 4.3.2     ST 5.3.1.1    ST 5.3.1.2    ST 5.3.1.3    ST 5.3.1.4
	OP 4.1   

OP 4.2   

OP 4.3    

OP 4.4   

OP 4.5    

OP 4.5.1   

OP 4.5.2

OP 4.8

OP 4.3

OP 4.3.2     

OP 4.4.4   

OP 5.3.1.1    

OP 5.3.1.2 

OP 5.3.1.3   

OP 5.3.1.4  

OP 5.3.4  

OP 5.3.5    

OP 5.3.6   

OP 5.3.7   

OP 5.3.8  

OP 5.4.5

OP 4.2

OP 4 .4   

OP 4.5    

OP 4.5.2    

OP 5.3.1    

OP 5.3.3    

OP 5.4.4
	TA 4.1

TA 4.2

TA 4.2.1

TA 4.2.2

TA 4.2.3

TA 5.1

TA 4.2

TA 4.2.1

TA 4.2.2

TA 4.2.3

TA 4.2.4

	Operational Element
	Characterization (Information Exchange Requirements)
	Strategic National Tasks
	Strategic Theater Tasks
	Operational Tasks
	Tactical

Tasks

	Logistics

(Supply, Maintenance and Engineering)

(CON’T)


	d.  Provide the capability to perform initial sustainment planning, monitor actual consumption and analyze trends, and react to the situation by modifying the plan.  Provide automated, integrated tools that estimate, source, and execute requirements for all classes of supply down to the item level of detail (NSN) in light of planned operations (OPTEMPO).  Provide the capability to apportion and reapportion items and establish common user (Executive Agent) responsibilities, resulting in a detailed support plan depicting the amount, timing, source, destination location, cost, and responsible agency for providing everything needed to support the operation.

e.  Plan logistics support for Service Component units and Joint Task Forces to include preparation of logistics plans, orders, Fragmentary Orders, and other documentation to reflect the basic mission, Commanders’ intent and guidance, planning considerations, and parameters.

f.  Provide information to portray the bilaterally agreed and potential enhanced Host Nation logistics support infrastructure.

g.  Provide automated tools to plan, coordinate, and supervise the provision of the right types and quantities of munitions to Joint and Combined Forces.  This includes providing information related to transportation, distribution, cross-Service transfer, in-theater movement planning, monitoring of status, and rapid re-planning.

h. Provide information concerning maintenance services (including recovery, battle damage assessment, repair, retrograde), and Class IX (repair parts) supplies for maintaining joint forces in, or restoring them to, a sufficiently high state of material readiness to sustain the tempo of joint operations.  Provide information concerning CONUS / Theater maintenance repair capabilities and production status for all classes of supply including government intermediate and depot level activities as well as commercial and contract activities.
	SN 4.2     SN 4.3     SN 4.4       SN 4.5

SN 4.6

SN 4.7

SN 5.4.1

SN 5.7

SN 5.7.1

SN 4.2      SN 4.3    SN 4.4      SN 4.6      SN 4.7       SN 5.4.1    SN 5.7

SN 5.7.1

SN 4.2.9

SN 4.2.2 SN 4.2.3   SN 4.6     SN 4.7   

SN 5.7

SN 4.5    SN 4.2,    SN 4.2.2     SN 4.2.3  

SN 4.2.4  SN 4.6    SN 4.7    SN 5.7


	ST 4.3        ST 4.3.2        ST 5.3.1.1         ST 5.3.1.2        ST 5.3.1.3         ST 5.3.1.4

ST 4.1       ST 4.2  

ST 4.3       ST 4.3.2    ST 4.4        ST 5.1.3 

ST 5.3.1.1   ST 5.3.1.2   ST 5.3.1.3   ST 5.3.1.4

ST 4.3.2

ST 5.1.3  

ST 5.3.1.1   ST 5.3.1.2   ST 5.3.1.3   ST 5.3.1.4

ST 4.2.6

ST 4.3   

ST 4.3.2    ST 5.3.1.1    ST 5.3.1.2    ST 5.3.1.3    ST 5.3.1.4

ST 4.0             ST 4.1           ST 4.2 

ST 4.2.2.3  

ST 4.2.6      ST 4.3          ST 4.3.1    ST 4.3.2


	OP 4.1

OP 4.2      

OP 4.3

OP 4.4      

OP 4.5

OP 4.5.2    

OP 4.6

OP 4.6.1     

OP 4.6.3 

OP 5.3.1    

OP 5.3.3     

OP 5.3.4   

OP 5.3.5    

OP 5.3.6    

OP 5.3.7   

OP 5.3.8   

OP 5.4.4   

OP 5.4.5

OP 4.1

OP 4.2      

OP 4.3

OP 4.4      

OP 4.5

OP 4.6      

OP 4.6.1    

OP 4.6.3   

OP 5.3.4

OP 5.3.5   

OP 5.3.6   

OP 5.3.7   

OP 5.3.8   

OP 5.4.5

OP 4.1

OP 4.2    

OP 4.3

OP 4.3.2   

OP 4.4     

OP 4.5.2    

OP 4.6     

OP 4.6.1    

OP 4.6.3    

OP 5.3.1   

OP 5.3.4   

OP 5.3.5   

OP 5.3.6

OP 4    

OP 4.5  

OP 4.5.2  

OP 5.3.1  

OP 5.3.3  

OP 5.4.4

OP 4.1   

OP 4.2    

OP 4.3    

OP 4.4    

OP 4.5    

OP 4.5.1    

OP 4.5.2


	TA 4.1

TA 4.2

TA 4.3

TA 4.5

TA 4.1

TA 4.1

TA 4.2

TA 4.2.1

TA 4.2.2

TA 4.1

TA 4.2



	Operational Element
	Characterization (Information Exchange Requirements)
	Strategic National Tasks
	Strategic Theater Tasks
	Operational Tasks
	Tactical

Tasks

	Personnel & Force Health Protection

Supports:  

1.  Joint Warfighting;

2.  Force Preparedness

	a. Provide administrative and operational support to units and individual service members.  Provide interoperable access between Joint and Service Component personnel automated systems and health (medical, dental), logistics (uniforms, rations), and related systems and databases.  Forecast personnel attrition and replenishment flow by Service, grade, specialty codes and sub-codes, and gender.  Provide for deceased personnel accounting and tracking through theater level system to point of final internment.

b.  Provide real-time information to assess the health care status of operational forces, providing the status of the health care capabilities within Theater including medical unit and medical facility status.   Provide decision support information to plan and track casualty evacuation from medical collection points through in-theater medical treatment facilities to CONUS.

c.  Provide planning information concerning lift assets and support to forces supporting Non-combatant Evacuation Operations (NEO) and humanitarian assistance missions.  This includes the tracking of operational forces and evacuating personnel.  
	SN 4.1    

SN 4.1.1   SN 4.1.2   SN 4.3

SN 4.3.1

SN 4.3.2

SN 4.3.3

SN 4.3.4  

SN 5.7

SN 4.3

SN 4.3.3     SN 4.3.4     SN 5.7

SN 1.1.2     

SN 1.1.6

SN 8.2.3
	ST 4.2

ST 4.2.1

ST 4.2.2

ST 4.2.2.1

ST 4.2.2.2

ST 4.2.2.3

ST 5.1.3   

ST 5.3.1

ST 5.3.1.1   ST 5.3.1.2   ST 5.3.1.3   ST 5.3.1.4

ST 4.2

ST 4.2.2

ST 4.2.2.1

ST 4.2.2.2

ST 4.2.2.3

ST 4.3.1

ST 4.6

ST 4.6.1

ST 5.1.3

ST 5.3.1   

ST 5.3.1.1   ST 5.3.1.2   ST 5.3.1.3   ST 5.3.1.4

ST 4.2.6

ST 5.1.3    ST 5.3.1.1   ST 5.3.1.2   ST 5.3.1.3   ST 5.3.1.4    ST 8.4.3
	OP 1.6

OP 4.1   

OP 4.2    

OP 4.3    

OP 4.4 

OP 4.4.2

OP 4.4.3

OP 4.4.3.1

OP 4.4.3.2

OP 4.4.3.3   

OP 4.4.7

OP 4.5    

OP 4.5.1   

OP 4.5.2     

OP 5.3.1   

OP 5.3.4   

OP 5.3.5   

OP 5.3.6

OP 1.6

OP 4.4    

OP 4.4.3   

OP 4.4.3.1     

OP 4.4.3.2    

OP 4.4.3.3   

OP 4.5  

OP 4.5.1    

OP 4.5.2 

OP 4.5.3    

OP 5.3.1

OP 5.3.2   

OP 5.3.4   

OP 5.3.5   

OP 5.3.6

OP 3.3.3

OP 4.4.3

OP 4.5.1

OP 4.5.2

OP 4.5.3

OP 5.3.1

OP 5.3.2

OP 5.3.4

OP 5.3.5

OP 5.3.6

OP 6.3.5
	TA 6.5

TA 6.2.1

TA 6.4.1

TA 6.5

TA 1.1

TA 4.2

TA 4.6

TA 6.4

TA 6.4.1



	Operational Element
	Characterization (Information Exchange Requirements)
	Strategic National Tasks
	Strategic Theater Tasks
	Operational Tasks
	Tactical

Tasks

	Acquisition & Finance

Supports:  

1.  Joint Warfighting;

2.  Force Preparedness;

3.  Life-Cycle

Management
	a.  Provide real-time information on the net asset position and status (serviceable and unserviceable) of supplies and materiel through out the logistics pipeline from depot to user enabling item managers to make smart and informed materiel acquisition decisions. 

b. Provide immediate access to status of funds (expenditures, obligations and remaining amount) at each level of command regardless of Service component, including detailed visibility on cost categories supporting baseline operations, and incremental cost of beddown, employment and reconstitution

c.  Provide interoperable access between Joint and Service Component personnel automated systems and finance (pay) databases. 


	SN 4.4

SN 4.6

SN 4.6.1

SN 4.6.2

SN 4.6.3

SN 4.7

SN 5.7

SN 5.7.1

SN 5.7.4

SN 7.1.3

SN 7.1.4

SN 4.2

SN 4.2.3

SN 4.3

SN 4.7

SN 5.7

SN 5.7.1

SN 5.7.4

SN 4.2

SN 4.7


	ST 4.3

ST 4.3.2

ST 4.5

ST 7.2.1

ST 8.3

ST 4.3

ST 4.5

ST 4.3


	OP 4.4

OP 4.5

OP 4.8

OP 4.4.2

OP 4.5.6

OP 4.8

OP 4.3


	TA 4.2

TA 5.1

TA 5.1

TA 4.8

TA 5.1


	Operational Element
	(Information Exchange Requirements)
	Strategic National Tasks
	Strategic Theater Tasks
	Operational Tasks
	Tactical

Tasks


	Joint Decision Support Tools

Supports:  

1.  Joint Warfighting;

2.  Force Preparedness


	a.  Provide the capability to transform raw data from multiple logistics automated information systems into decision-relevant information that rapidly and accurately collects, organizes, and displays logistic details in a readily understandable format.  Provide the capability to graphically query logistics databases and provide aggregated information in a summary display.  Provide the query capability to drill-down into greater levels of detail for specific information that is human readable, without the need for additional look-up tables or reference material.  

b. Provide accurate, up-to-date information to develop a Course of Action (COA) for logistics that provides a logical, Joint doctrinal association of the proposed combat support (“below the line”) forces to selected warfighting units.  The COA should reflect specific theater and unit associations, where they exist, and lay out the support generation actions required to execute the COA.   Provide the capability to develop a COA for a mission requiring only logistics support (e.g., humanitarian assistance) and for a mission requiring the full scope of logistics (e.g., deployed combat operations).

c.  Provide real -time "zero latency" status of unit readiness, to include personnel availability, training, equipment, and sustainability ratings needed to assess the ability of joint, component, and Service organizations to perform joint operations.  

d.  Provide the capability to graphically portray real-time logistics information necessary to plan and coordinate the Joint Warfighting functions of mobilization, deployment, employment, sustainment, and redeployment in classified and unclassified modes.
	SN 1.1

SN 1.1.6

SN 2.3

SN 3.2

SN 3.3.6

SN 3.6

SN 4.4

SN 4.5

SN 4.6

SN 5.4.1

SN 4.5

SN 4.2

SN 4.2.2

SN 4.2.3

SN 4.6

SN 4.7

SN 1.1

SN 1.1.1

SN 1.1.2

SN 1.2.1 

SN 1.2.5

SN 1.1.6

SN 4.2.2

SN 4.2.3

SN 6.1

SN 6.1.1

SN 6.1.3

SN 6.1.5

SN 6.2

SN 6.2.4

SN 6.3

SN 6.3.1 

SN 6.3.3

SN 6.4

SN 6.4.1

SN 6.4.2

SN 6.5

SN 6.5.2 

SN 6.5.5

SN 6.6

SN 6.7

SN 7.3.2

SN 4.2

SN 4.2.2

SN 4.2.3

SN 4.5

SN 4.6

SN 4.7

SN 5.7
	ST 4.1

ST 4.2

ST 4.3

ST 4.4

ST 5.1.3

ST5.3.1.1

ST 5.3.1.2

ST 5.3.1.3

ST 5.3.1.4

ST 4.2

ST 4.2.1

ST 4.2.2

ST 4.2.2.1 

ST4.2.2.3

ST 4.2.3

ST 4.2.4

ST 4.2.5

ST 4.3

ST 4.3.1

ST 4.3.2

ST 4.3.2.1 

ST 4.3.2.3

ST 4.3.2

ST 5.3.1.1 

ST 5.3.1.4

ST 5.4.3.3

ST 4.1

ST 4.2

ST 4.2.2.3

ST 4.3

ST 4.3.1

ST 4.3.2

ST 5.1.3

ST 5.4.3.3

ST 7.2.4

ST 5.1.3

ST 5.3.1.1

ST 5.3.1.2

ST 5.3.1.3

ST 5.3.1.4
	OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.5

OP 5.3.1

OP 5.3.4

OP 5.3.5

OP 5.3.6

OP 5.3.7

OP 5.3.8

OP 5.4.5

OP 4.1

OP 4.2

OP 4.3

OP 4.3.2

OP 4.4

OP 4.5.1

OP 4.5.2

OP 4.5.3

OP 4.6

OP 4.6.1

OP 4.6.3

OP 5.3.4

OP 5.3.5

OP 5.3.6

OP 5.3.7

OP 5.3.8

OP 5.4.5

OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.5

OP 4.5.1

OP 4.5.2

OP 4.1

OP 4.2

OP 4.3

OP 4.4

OP 4.5

OP 5.3.1  

OP 5.3.4 – 5.3.6
	TA 4.1

TA 4.2

TA 5.1

TA 5.4

TA 5.1

TA 5.4

TA 5.1

TA 5.4

TA 1.1.1

TA 1.1.4

TA 4.1

TA 4.2

TA 5.1

TA 5.2

TA 6.4
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Part I: Abbreviations and Acronyms

ACTD



Advanced Concept Technology Demonstration

ADP




Automated Data Processing

AIS




Automated Information System

AIT




Automatic Identification Technology

ALP




Advanced Logistics Project

AO




Area of Operation

AOR




Area of Responsibility





APOD



Aerial Port of Debarkation


ASD 


Assistant Secretary of Defense

ATD




Advanced Technology Demonstration

BMDO



Ballistic Missile Defense Organization




BSM




Business System Modernization

CENTCOM


Central Command

CINC



Commander in Chief of a Combatant Command

CJCSI



Chairman Joint Chiefs of Staff Instruction

CJCSM



Chairman Joint Chiefs of Staff Manual


CM




Configuration Management

CNA




Computer Network Attack

COA




Course of Action

COE




Common Operating Environment

COI




Critical Operational Issues

CONUS



Continental United States

COP




Common Operational Picture

COP-CSE


Common Operational Picture – Combat Support

                                          Enhanced



COTS



Commercial Off-the-Shelf





CRD




Capstone Requirements Document

CSDE



Combat Support Data Environment

CSE




Combat Support Element

CSF




Critical Success Factors

CWT



Customer Wait Time

C3I




Command, Control, Communications and Intelligence

C4I




Command, Control, Communications, Computers,  






 
and Intelligence

C4IFTW



C4I For the Warrior

C4ISR



Command, Control, Communications, Computers,







Intelligence, Surveillance and Reconnaissance




C4ISP



Command, Control, Communication, Computers and 










Intelligence Support Plan

DAA




Designated Approving Authority

DARPA



Defense Advanced Research Projects Agency

DeCA



Defense Commissary Agency

DCAA



Defense Contract Audit Agency

DFAS



Defense Finance and Accounting System

DIA




Defense Intelligence Agency

DII




Defense Information Infrastructure

DII COE

 

Defense Information Infrastructure Common

                                          Operating Environment

DIMHRS



Defense Integrated Military Human Resources

                                          System

DISA



Defense Information Systems Agency




DLA




Defense Logistics Agency

DLA BSM



Defense Logistics Agency Business Systems







 Modernization

DLSA



Defense Legal Services Agency

DMS




Defense Message Service

DoD




Department of Defense

DPAS



Defense Property Accountability System

DPG




Defense Planning Guidance

DRID



Department of Defense Reform Initiative Directive 

DTRA



Defense Threat Reduction Agency

EDI




Electronic Data Interchange

ELIST



The Enhanced Logistics Intratheater Support Tool

ETIC



Estimated Time in Commission

EME




Electro Magnetic Environment

EUCOM



European Command

FIRMR



Federal Information Resources Management

                                          Regulation

FOC




Full Operational Capability

FoS




Family-of-Systems

GCCS



Global Command and Control System

GCSS



Global Combat Support System

GIG




Global Information Grid

GISS



Global Intelligence Support Services

GOSC



General Officer Steering Committee

GOTS



Government Off-the-Shelf

GSA




General Services Administration

GSORTS



Global Status of Resources and Training System

GTN




Global Transportation Network

GUI




Graphical User Interface

HEMP



High-Altitude Electromagnetic Pulse

HTML



HyperText Mark-up Language

HTTP



HyperText Transfer Protocol

IA  




Information Assurance

IAW




In Accordance With

ICIS




Integrated Consumable Item Support 

IDE




Integrated Data Environment

IER




Information Exchange Requirements

IOC




Initial Operational Capability

IPT




Integrated Process Team

I&RTS



Integration and Run Time Specification

IO




Information Operations

IT




Information Technology

ITV




In-Transit Visibility

JAV





Joint Asset Visibility

JCALS




Joint Continuous Acquisition and Life-cycle Support 

                                          Program

JDIICS


Joint Defense Information Infrastructure Control  







System

JDST



Joint Decision Support Tools

JL ACTD



Joint Logistics Advanced Concept Technology







Demonstration

JOPES



Joint Operational Planning and Execution System

JPAV



Joint Personnel Asset Visibility

JSTEM



Joint Systems Telecommunications Engineering







Management

JTA




Joint Technical Architecture

JTAV



Joint Total Asset Visibility

JTF




Joint Task Force

JV 2020



Joint Vision 2020

KPP




Key Performance Parameter

LAN




Local Area Network

LCM




Logistics Community Managers

LISI




Levels of Information Systems Interoperability

LOC




Lines of Communication

LRC




Logistics Readiness Center 

MAISRC



Major Automated Information Systems Review







 Council

MDA




Milestone Decision Authority

MLS




Multi-Level Security

MNS




Mission Need Statement

MOE



Measures of Effectiveness

MOOTW



Military Operations Other Than War

MOP



Measures of Performance

MSL




Multiple Security Levels

MSR




Main Supply Route

NBC




Nuclear, Biological and Chemical

NCA




National Command Authority

NEO




Noncombatant Evacuation Operation

NIMA



National Imagery and Mapping Agency

NIPRNET



Non-classified Internet Protocol Router Network

NMS




National Military Strategy

NSN




National Stock Number

NSS




National Security Strategy

NTS




NEO Tracking System

OA




Operational Availability

OIPT



Overarching Integrated Process Team

ORD




Operational Requirements Document

OSD




Office of the Secretary of Defense

PACOM



Pacific Command

PKI




Public Key Infrastructure

PM




Project / Program Manager

POD




Port of Debarkation 

POE




Port of Embarkation

POL




Petroleum, Oils, Lubricants

PSAs



Principal Staff Assistants

RSOI



Reception, Staging, Onward Movement & Integration

SA




Systems Architecture

SBU




Sensitive but Unclassified

SHADE



Shared Data Environment

SIPRNET



Secret Internet Protocol Router Network

SN




Strategic National

SOUTHCOM


Southern Command

SPACECOM


Space Command

SPOD



Sea Port of Debarkation

SPS




Standard Procurement System

ST




Strategic Theater

STRATCOM


Strategic Command

SUL




Small-Unit Logistics

TA




Technical Architecture

TC




Telecommunications

TC-AIMS II


Transportation Coordinator’s – Automated

                                        Information for Movement System

TCB




Trusted Computing Base

TED




Threat Environment Description

TMIP



Theater Medical Information Program

TPFDD



Time-Phased Force and Deployment Data

TRAC2ES


TRANSCOM Regulating and Command and Control






 Evacuation System

UJTL



Universal Joint Task List

USJFCOM


United States Joint Forces Command

USMC



United States Marine Corps

WIPT



Working-level Integrated Product Team

WWW



World Wide Web

GLOSSARY

PART II: Terms and Definitions

Access.  A specific type of interaction between a subject (i.e., a person, process or input device) and an object (i.e., an AIS resource such as a record, file, program, or output device) that results in the flow of information from one to the other.  Also, the ability and opportunity to obtain knowledge of classified or sensitive but unclassified information.

Actionable.  Giving cause for legal action (Webster’s II Dictionary).  The use of the word “actionable” in this CRD is an adjective utilized to describe information that is assembled, consolidated and portrayed in such a manner whereby the decision-maker can act on it rapidly, thus enhancing the decision making process.

Advanced Concept Technology Demonstration (ACTD).  The primary goal of an ACTD is to assess the military utility of a significant new capability and to conduct the assessment as a scale size adequate to clearly establish operational utility and system integrity (refer to Joint Decision Support Tools). 

Architecture.  A framework or structure that portrays relationships among all the elements of the subject force, system, or activity. 

Automated Information Systems (AIS).  A combination of computer hardware and software, data, telecommunications, that performs functions such as collecting, processing, transmitting, and displaying information.   An AIS can include computer hardware only, computer software only, or a combination of the above.  Excluded are computer resources, both hardware and software that are physically part of, dedicated to, or essential in real-time to the mission performance of weapon systems. 

Business Process Server.  A server that manages all the business processes for a designated system.  

Capstone Requirements Document (CRD).  A document that contains capabilities-based requirements that facilitates the development of individual ORDs by providing a common framework and operational concept to guide their development.  It is an oversight tool for overarching requirements for a FoS.

Chairman of the Joint Chiefs of Staff (CJCS).  The senior military officer in the DoD; the statutory military advisor to the President and Secretary of Defense.

Chairman of the Joint Chiefs of Staff Instruction (CJSCI).  A replacement document for all types of correspondence containing Chairman of the Joint Chiefs of Staff policy and guidance that does not involve the employment of forces.  

Characterization.  A text description of the information exchange category, or a brief text description of an information element.

Clinger-Cohen Act.  The Information Technology (IT) Management Reform Act of 1996 (i.e., ITMRA or the Clinger-Cohen Act), which took effect August 8, 1996, abolished the Brook’s Act (it repealed Section 111 of the Federal Property and Administrative Services Act of 1949 (40 U.S.C. 759)). The Brook’s Act made the General Services Administration (GSA) the central authority for procurement of automatic data processing (ADP) resources. The Federal Information Resources Management Regulation (FIRMR) was issued to implement the Brooks act and established a process that required Federal agencies to obtain a Delegation of Procurement Authority (DPA) from GSA to acquire ADP, initially, and telecommunications (TC) resources. Passage of the ITMRA is causing a major paradigm shift in the process for acquiring and managing IT. The task of understanding the objectives of ITMRA and establishing a program or process to manage IT in a Federal agency is a major undertaking.

Combat Support Data Enhanced (CSDE).  The core of the GCSS (CINC/JTF) system.  It includes the data mediator, which draws the data from various systems.  This component is essentially a “server” to the other two components.  It resides on top of the GCCS and the Defense Information Infrastructure (DII) Common Operating Environment (COE).

Command, Control, Communications, Computers, and Intelligence for the Warrior (C4IFTW).  Integrated systems of doctrine, procedures, organizational structures, personnel, equipment, facilities, and communications designed to support a commander's exercise of command and control across the range of military operations. (DoD) (JP1-02)
Commander in Chief (CINC) of a Combatant Command.  The commander of a unified or specified command with a broad continuing mission established and so designated by the President, through the Secretary of Defense and with the advice and assistance of the Chairman of the Joint Chiefs of Staff.  Combatant commanders typically have geographic or functional responsibilities. 
Common Operating Environment (COE).  The common operating environment provides a familiar look, touch, sound, and feel to the commander, no matter where the commander is deployed.  Information presentation and command, control, communications, computers, and intelligence system interfaces are maintained consistently from platform to platform, enabling the commander to focus attention on the crisis at hand. 

Common Operational Picture (COP).  A fused, near real-time, graphical depiction of the battlespace that integrates all friendly, enemy, and neutral order of battle information, supported by fused, processed intelligence; combat support information and asset visibility; integrated environmental information; and decision support tools, to build the warfighting commander’s understanding and knowledge of the battlespace, thus enhancing rapid decision making.

Common Operational Picture – Combat Support Enhanced (COP-CSE).  The visualization of information across combat support functions and between combat support and command and control functions (Global Command and Control System) in support of the Joint Warfighter.  It resides on the GCCS COP and is a Unix-based client application to the CSDE.  

Communication Interface.  A shared communication boundary.  A communication interface might be a hardware component to link two devices or it might a portion of storage or registers accessed by two or more computer programs.   

Course of Action (COA).  A plan that would accomplish, or is related to, the accomplishment of a mission.

Customer Wait Time (CWT).  The total elapsed time between issuance of a customer order and satisfaction of that order.  (This is a new proposed key logistics performance metric within the FY 2000 DoD Logistics Strategic Plan and referred to in DRID #54.)
Data.  A representation of facts, concepts, or instructions in a formalized manner suitable for communications, interpretation, or processing by humans or by automatic means.  Any representations such as characters or analog quantities to which meaning is or might be assigned.  

Data Element.  A basic unit of information built on standard structures having a unique meaning and distinct units or values.  In electronic record keeping, a combination of characters or bytes referring to one separate item of information, such as name, address, address, or age.  

Data Mediation.  The resolution of data discrepancies that vary in syntax and / or semantics as a result of accessing and combining physically dispersed information (information exchange between different databases).

Data Mining.  The process of discovering meaningful new correlations, patterns and trends by sifting through large amounts of data stored in repositories, using pattern recognition technologies as well as statistical and mathematical techniques.

Defense Agencies.  These organizations provide centralized support for DoD within specialized areas of expertise and responsibility.  Current Defense Agencies include:

	Abbreviation
	Organization

	BMDO
	Ballistic Missile Defense Organization

	DARPA
	Defense Advanced Research Projects Agency

	DeCA
	Defense Commissary Agency

	DCAA
	Defense Contract Audit Agency

	DCMA
	Defense Contract Management Agency

	DFAS
	Defense Finance and Accounting Service

	DISA
	Defense Information Systems Agency

	DIA
	Defense Intelligence Agency

	DIS
	Defense Investigative Service

	DLSA
	Defense Legal Services Agency

	DLA
	Defense Logistics Agency

	DTRA
	Defense Threat Reduction Agency

	NIMA
	National Imagery and Mapping Agency

	NSA / CSS
	National Security Agency / Central Security Service


Defense Information Infrastructure (DII).  A seamless web of communications networks, computers, software, databases, applications, and other capabilities that meets the information processing and transport needs of DoD users in peace and in all crises, conflict, humanitarian support, and wartime roles.

Defense Information Systems Agency (DISA).  The central organization of the Department of Defense (DoD) tasked to plan, engineer, develop, test, manage, acquire, implement, operate, and maintain information systems for C4I and mission support under all conditions of peace and war.

Department of Defense (DoD).  The Office of the Secretary of Defense (OSD), Military Departments and Military Services within those departments, Joint Chiefs of Staff (JCS), Unified and Specified Combatant Commands, Defense Agencies and DoD Field Activities, and other organizations established or designated by the President, Secretary of Defense, or law.


DOD Component.  OSD, the Military Departments, the Chairman of the Joint Chiefs of Staff (Joint Staff), the unified and specified commands (including U.S. Element, NORAD), Defense agencies, and DOD field activities.

Drill-down.  The ability to access real-time, specific, detailed information regarding an operational element or event from a higher level through a network / information centric environment (web-based).   

Electromagnetic Environment.  The resulting product of the power and time distribution, in various frequency ranges, of the radiated or conducted electromagnetic emission levels that may be encountered by a military force, system, or platform when performing its assigned mission in its intended operational environment.  It is the sum of electromagnetic interference; electromagnetic pulse; hazards of electromagnetic radiation to personnel, ordnance, and volatile materials; and natural phenomena effects such as lightning.

Electronic Data Interchange (EDI).  The computer-to-computer exchange of business data in a standardized format between trading partners.

Family-of-Systems (FoS).  A set or arrangement of independent systems that can be arranged or interconnected in various ways to provide different capabilities.  The mix of systems can be tailored to provide desired capabilities dependent on the situation.

Family-of-Systems Authoritative Sources.  The systems which the Services and Defense Agencies have identified as the most appropriate system to serve as the source for accurate and real-time logistics information to be used by the GCSS. 

Focused Logistics.  The fusion of logistics information and transportation technologies for rapid crisis response; deployment and sustainment; the ability to track and shift units, equipment, and supplies even while en route and delivery of tailored packages and sustainment directly to the warfighter.  One of the four operational concepts (Dominant Maneuver, Precision Engagement, Full-Dimensional Protection, and Focused Logistics) in achieving a higher degree of combat effectiveness or Full Spectrum Dominance through Joint Vision 2020.

Force Health Protection.  A “total life cycle” health support system paralleling the concept of focused logistics described in Joint Vision 2020, an integrated and focused approach to protect and sustain DoD’s most important resource-its service members and their families- throughout the entire length of service commitment.  
Global Command and Control System (GCCS).  Highly mobile, deployable command and control system supporting forces for joint and multi-national operations across the range of military operations, any time and anywhere in the world with compatible, interoperable, and integrated command, control, communications, computers, and intelligence systems.  The Information / Information Management based system, policies, and procedures supporting the exercise of joint command and control from the National Command Authority to the service component level (GCCS Strategic Plan)

Global Combat Support System (GCSS).  The essential capabilities, functions, activities, and tasks necessary to support and sustain all elements of military forces engaged in military operations.  Within the national and theater logistics systems, it includes that support rendered by service forces in ensuring the aspects of supply, maintenance, transportation, force health protection, engineering and other services required by aerospace, naval, and ground combat troops to permit those units to accomplish their missions.  GCSS is both a strategy and material solution(s) that provides information interoperability across combat support functions and between combat service support and command and control functions (Global Command and Control System) in support of the Joint Warfighter.

GCSS (CINC / JTF).   A set of capabilities targeted to support the CINC/JTF level situational awareness and decision support requirements.  It currently consists of three components: the COP-CSE, the GCSS Portal and the CSDE.  

GCSS Portal.  A web-based combat support query capability.  A windows NT-based application that is essentially a “web browser” of the same data available on the COP-CSE. 

Global Information Grid (GIG).  An open systems architecture that provides global connectivity instantaneously on warrior demand.  The grid can support both vertical and horizontal information flow to joint and multinational forces.    

Global Transportation Network (GTN).  The automated support necessary to enable USTRANSCOM and its components to provide global transportation management.  The global transportation network provides the integrated transportation data and systems from multiple DoD and commercial carrier data feeds necessary to accomplish global transportation planning, command and control, and in-transit visibility (ITV) of cargo, passengers, and units across the range of military operations.  The GTN is accessed through the World Wide Web.  By leveraging ITV data with information from other sources, GTN also serves as a global transportation C2 tool for decision-makers and is utilized across the range of military operations and spectrum of warfare. 

Integrated Consumable Item Support (ICIS).  A DLA model designed to measure DLA’s ability to satisfy wartime requirements for wholesale managed items.  
Information.  Facts, data, or instructions in any medium or form.  The meaning that a human assigns to data by means of the known conventions used in their representation.

Information Accuracy.  A measure to which the information reflects reality at the time the information is created and viewed by the user.

Information Assuranc (IA).  Information Operations (IO) that protect and defend information and information systems by ensuring their availability, integrity, authentication, confidentiality, and non-repudiation.  This includes providing for restoration of information systems by incorporating protection, detection, and reaction capabilities.

Information Exchange Category.  A grouping of information exchange requirements.

Information Exchange Requirements (IER). The requirement for information to be passed between and among forces, organizations, or administrative structures concerning ongoing activities. Information exchange requirements identify who exchanges what information with whom, as well as why the information is necessary and how that information will be used. The quality (i.e. frequency, timeliness, security) and quantity (i.e., volume, speed, and type of information such as data, voice, and video) are attributes of the information exchange included in the information exchange requirement.

Information Technology (IT).  Any equipment or interconnected system or subsystem of equipment, that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information by a DoD Component.  The term “information technology” (includes computers, ancillary equipment, software, firmware, and similar procedures, services including support services), and related resources. 

Integrated Data Environment (IDE).  Common services that support the implementation and maintenance of data resources that are used by two or more combat support applications.  Services provided include: identification of common data, physical data modeling, data base segmentation, development of data access and maintenance routines, and data base reengineering to use the common data environment.  See also Shared Data Environment.

Integrated Process Team (IPT).   A process that facilitates decision-making by making decisions and recommendations based on timely input from the entire team.  This process takes advantage of all members’ expertise and produces an acceptable product the first time.  It replaces the lengthy longstanding sequential review and approval process. 
Interoperability.  1). The ability of systems, units, or forces to provide services to and accept services from other systems, units, or forces and to use the services so exchanged to enable them to operate effectively together.  2).  The condition achieved among communications-electronics systems or items of communications-electronic equipment when information or services can be exchanged directly and satisfactorily between them and / or their users.  The degree of interoperability should be defined when referring to specific cases.  3). The training between components to support each other and conducted without joint command and control.

In-Transit Visibility (ITV).  The ability to track the identity, status, and location of DoD unit and non-unit cargo, passengers, and medical patients throughout their movement during peace, contingencies, and war.

Joint Chiefs of Staff (JCS).  The CJCS, Vice CJCS, Chief of Staff (Army), Commandant of the Marine Corps, Chief of Naval Operations, and Chief of Staff (Air Force); when the U.S. Coast Guard is assigned to operate as “a Service in the Navy,” JCS includes the Commandant of the Coast Guard.

Joint Decision Support Tools (JDST).  Decision aids that aggregate, categorize, and depict data elements in an easy to use format.  JDST provides decision-makers at all levels with accurate, real-time data to collaboratively plan, prioritize, and redirect combat support operations. These tools improve Course of Action (COA) analysis, execution monitoring, and dynamic replanning when execution deviates from planning assumptions.

Joint Medical Asset Repository (JMAR).  The medical repository for Joint Total Asset Visibility (JTAV) information and all other non-clinical information (supplies, equipment and maintenance) from the interim theater database.  

Joint Operations.  A general term to describe military actions conducted by joint forces, or by Service forces in relationships, which, of themselves, do not create joint forces.

Joint Personnel Asset Visibility (JPAV).  The capability to provide users with timely and accurate information on the location, movement, status, and identity of personnel.

Joint Simulation System (JSIMS).  The joint program to support training and education of ready military forces by providing realistic joint training across all phases of military operations for all types of missions.

Joint Task Force (JTF).  A joint task force that is constituted and so designated by the Secretary of Defense, a combatant commander, a subunified commander, or an existing joint task force commander.  

Joint Technical Architecture (JTA).  Standards for design and development of automated information systems that when implemented permit an efficient flow of information in support of the warfighter.

Joint Total Asset Visibility (JTAV).  The capability to provide users with timely and accurate information on the location, movement, status, and identity of units, personnel, equipment, and supplies.  It includes in-process, in-storage, and in-transit business processes.
Key Performance Parameters (KPPs).  Those capabilities or characteristics considered most essential for successful mission accomplishment.  Failure to meet an ORD KPP threshold can be cause for the concept or system selection to be reevaluated or the program to be reassessed or terminated.  Failure to meet a CRD KPP threshold can cause  the FoS concept to be reassessed or the contributions of the individual systems to be reassessed.  KPPs are validated by the JROC.

Logistics.  The science of planning and carrying out the movement and maintenance of forces.  In its most comprehensive sense, those aspects of military operations which deal with: 1).  design and development, acquisition, storage, movement, distribution, maintenance, evacuation, and disposition of materiel; 2). movement, evacuation, and hospitalization of personnel; 3). acquisition or construction, maintenance, operation, and disposition of facilities; and 4). acquisition or furnishing of services. (Note:  For the purpose of this CRD, the use of the term logistics, refers to the functions of  transportation, supply, maintenance, personnel, force health protection, acquisition, finance and engineering.  Air Force readers should understand this to mean Agile Combat Support.)

Mission.  The task, together with the purpose, that clearly indicates the action to be taken and the reason therefore.  In common usage, especially when applied to lower military units, a duty assigned to an individual or unit; a task.  
Mission Need Statement (MNS).  A formatted non-system-specific statement containing operational capability needs and written in broad operational terms.  It describes required operational capabilities and constraints to be studied during the Concept Exploration and Definition Phase.

National Command Authorities (NCA).  The President and Secretary of Defense or their duly deputized alternatives or successors.

Near Real-Time.  Pertaining to the timeliness of data or information which has been delayed by the time required for electronic communication and automatic data processing.  This implies that there are no significant delays.  (Note:  For the purpose of this CRD, the use of near real-time is directly associated with the age of data / information and accounts for existing infrastructure constraints, legacy systems and business processes (batch processing) that restrict the ability to obtain accurate and current data.

Network / Information-Centric Environment.  Information superiority-enabled concept that generates increased logistics situational awareness by networking data / information sources (i.e., military, agencies, commercial sector) and decision-makers to achieve real-time shared logistics awareness through the integration and synchronization of logistics with operations and intelligence. 

Non-classified Internet Protocol Router Network (NIPRNET).  A subset of the DII that provides end to end information transfer and value added services for the transport of unclassified data.  It is a router based wide area network of the GIG.  Transmits Unclassified but Sensitive data / information. (Joint Publication 6-02)

Objective.  An operationally significant increment above the threshold.  An objective value may be the same as the threshold when an operationally significant increment above the threshold is not significant or useful.

Office of the Secretary of Defense (OSD).  The Deputy Secretary of Defense, Under Secretaries and Assistant Secretaries of Defense, Assistants to the Secretary, DoD Comptroller, DoD General Counsel, DoD Inspector General, and Directors reporting to the Secretary and the military and civilian personnel assigned to those offices and others organized by the President, Secretary of Defense, or law.

Operational Architecture (OA).  The interrelationships of organizations, tasks performed, and information flows; general identification of information requirements.

Operational Element.  A physical entity (or group of entities) performing related functions (e.g., an organization or a portion of an organization or a type of organization).  (Operational Architectures typically represent an operational element within an operational node.) 

Operational Node.  A location in a mobility system where a movement requirement is originated, processed for onward movement, or terminated.

Operational Requirements.  An established need justifying the timely allocations of resources to achieve a capability to accomplish approved military objectives, missions, or tasks. 

Operational Requirements Document (ORD).  A formatted statement containing performance and related operational parameters for the proposed concept or system.  Prepared by the user or user's representative at each milestone beginning with Milestone I.

Port of Debarkation (POD).  The geographic point at which cargo or personnel are discharged.  May be a seaport or aerial port of debarkation.  For unit requirements, it may or may not coincide with the destination.    

Port of Embarkation (POE).  The geographic point in a routing scheme from which cargo or personnel depart.  May be a seaport or aerial port from which personnel and equipment flow to port of debarkation.  For unit and non-unit requirements, it may or may not coincide with the origin. 

Real-Time.  Pertaining to the timeliness of data or information which has been delayed only by the time required for electronic communication.  This implies that there are no noticeable delays. (See IER matrices in Table 3 for specific details.) (Note:  For the purpose of this CRD, the use of real-time is directly associated with the age of data / information and accounts for future infrastructure enhancements, emerging interoperable information systems and reengineered business processes resulting from DRID #54 that enable the user to obtain accurate and current data / information.

Reception, Staging, Onward Movement, and Integration (RSOI).  The process of receiving, preparing, and transportation of individuals, units, and supplies from a POD to their operating unit or location.  This term is now, more properly, Joint RSOI (JRSOI).

Requirements.  See Operational Requirements.

Report Generator.  A general-purpose program designed to print out information from files on presentations to it of parameters specifying the format of the files concerned plus the format and content of the printed report, and procedures and regulations for establishing totals, page numbering, and so forth.  

Secret Internet Protocol Router Network (SIPRNET).  The SIPRNET is a subset of the DII and provides end to end information transfer and value added services, for the transport of data up to the SECRET level.  The SIPRNET architecture supports national defense C4I worldwide information transfer requirements.  It is a router based wide area network of the GIG.

Shared Data Environment (SHADE).  Common services that support the implementation and maintenance of data resources that are used by two or more combat support applications.  Services provided include identification of common data, physical data modeling, data base segmentation, development of data access and maintenance routines, and data base reengineering to use the common data environment.  See also Integrated Data Environment.

Sustaining Base.  A wholesale level facility / organization within the supply chain that provides for the receipt, storage, and / or issue of material in support of the warfighter within or outside a defined area of operation.     

System.  An organized assembly of resources and procedures united and regulated by interaction or interdependence to accomplish a set of specific functions.  

System Architecture.  A description, including graphics, of systems and interconnections providing for, or supporting, warfighting functions.  It shows how multiple systems link and interoperate, and may describe the internal construction and operations of particular systems within the architecture.  This includes the physical connection, locations, and identification of key nodes, circuits, networks, warfighting platforms and specifies system and component performance parameters.   

System Capabilities.  Measures of performance such as range, lethality, maneuverability, and survivability.

System Characteristics.  Design features such as weight, fuel capacity, and size.  Characteristics are usually traceable to capabilities (e.g., hardening characteristics are derived from a survival capability) and are frequently dictated by operational constraints (e.g., carrier compatibility) and / or the intended operational environment (e.g., Nuclear, Biological and Chemical (NBC)).

Task.  A discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions to be accomplished.  Processes are executed in support of tasks (e.g., maintain situational awareness, provide combat medical support) that usually involves cooperative process accomplishment by multiple organizations. (Multiple processes accomplish a task; a single process may support multiple tasks).

Technical Architecture.  The minimal set of rules governing the arrangement, interaction, and interdependence of system parts or elements, whose purpose is to ensure that a conformant system satisfies a specified set of requirements.  It also provides the technical systems-implementation guidelines upon which engineering specifications are based, common building blocks are established, and product lines are developed.  This includes a collection of technical standards, conventions, rules and criteria organized into profiles that govern system services, interfaces, and relationships for particular systems architecture views and that relate to particular operational views.  

Threshold.  A minimum acceptable operational value below which the utility of the system becomes questionable.

Theater Medical Information Progam (TMIP).  The medical element of the Global Command Support System (GCSS).  TMIP integrates functionalities of health care delivery, medical logistics, medical situational awareness, and patient movement through various medical information systems.  

Time Definite Delivery (TDD).  The ability to provide a requested item on or before the user's required delivery date.

Transportation Coordinator’s-Automated Information for Movement System II (TC-AIMS II).  A Joint Automated Information System (AIS) that will support all Services transportation-related information needs in deploying the force, receiving the force, sustaining the deployed force in its combat mission, and daily installation freight operations.

Unified Commands.  A command with a broad continuing mission under a single commander and composed of significant assigned components of two or more Military Departments, and which is established and so designated by the President, through the Secretary of Defense with the advice of the Chairman of the Joint Chiefs of Staff.  Also called unified combatant command.  Current commands include:

	Abbreviation
	Unified Command

	JFCOM (old ACOM)
	Joint Forces Command

	CENTCOM
	Central Command

	EUCOM
	European Command

	PACOM
	Pacific Command

	SOUTHCOM
	Southern Command

	SPACECOM
	Space Command

	SOCOM
	Special Operations Command

	STRATCOM
	Strategic Command

	TRANSCOM
	Transportation Command


Universal Joint Task List (UJTL).  The coordinated set of doctrinal tasks at the Strategic National (SN), Strategic Theater (ST), Operational (OP), and Tactical (TA) levels of military operations that contribute to the achievement of missions.

User.  An operational command or agency that receives or will receive benefit from the acquired system.  CINCs and their Service component commands are the users.  There may be more than one user for a system.  The Service component commands are seen as users for systems required to organize, equip, and train forces for the CINCs.  The Chiefs of the Services and heads of other DOD components are validation and approval authorities and are not viewed as users.

Validation.  A process normally associated with the collection of intelligence that provides official status to an identified requirement and confirms that the requirement is appropriate for a given collector and has not been previously satisfied.  In computer modeling and simulation, the process of determining the degree to which a model or simulation is an accurate representation of the real world from the perspective of the intended uses of the model or simulation. 

Web-Based.  Developed to operate over a Transmission Control Protocol / Internet Protocol (TCP / IP) network (such as the Internet, NIPRNET, or SIPRNET) using the World Wide Web (WWW) family of protocols, including the HyperText Transfer Protocol (HTTP).  For example, a web-based application generally employs a web browser as the primary user interface for clients.  Those clients then interact with application servers (web servers) using HyperText Mark-up Language (HTML), Java, Active-X, XML, and related technologies.  Web-based applications have the advantage of simplified life-cycle maintenance because the developer generally does not need to distribute software updates to every client.  Instead, updates are concentrated at the servers.  Web technology also dominates in the commercial sector.  So web-based developers can more easily take advantage of commercial products.  However, web-based technologies may assume communications bandwidth that is not available in some environments (e.g. a combat net radio network).

Web-Enabled.  Capable of operating over a TCP / IP network (such as the Internet, NIPRNET, or SIPRNET) using the World Wide Web (WWW) family of protocols, including the HyperText Transfer Protocol (HTTP).  This term is generally used to describe systems that are only partially web-based.  For example, a web-enabled e-mail server may offer a web interface for remote clients, even though it is primarily designed for use on a local area network (LAN).

Zero Latency.  The immediate exchange of information across geographical, technical, and organizational boundaries. (See IER matrices in Table 3 for details.)

(Note:  These definitions were extracted from multiple DOD and Joint Staff sources as they relate to GCSS.)
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